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Chapter 1 login

1.1 Prepare before logging in

After completing the hardware installation, you will need to ensure that the management computer
has an Ethernet card installed before logging into the router's web setup page. Please set the
management PC to "Obtain an IP address automatically” and "Obtain DNS server address automatically"
(the default configuration of the computer system), and the device will automatically assign an IP
address to the management PC.

Set the IP address of the management PC (for example: 192.168.2.59) and the IP address of the
device's LAN port in the same network segment(The initial IP address of the LAN port of the device is:
192.168.2.1, and the subnet mask is 255.255.255.0) The method is as follows.

Take win10 as an example, the operation is as follows:
Step 1: Right-click the network logo in the lower right corner of the desktop (as shown in the figure), and
choose to Open Network & Internet settings.

[ X Right-click the small . Open Network &
computer icon = Internet settings
Open Network & Internet settings

F1|dx ENG ; i IS

Step 2: First click on "Ethernet”, then click on "Network and Sharing Center".

Settings — O *
@ Home Ethernet
| Find a setting 2 | Ethernet
Network & Internet LS 122
Connected
& Status

Related settings
IEE=aE Y cchernet 3

Change adapter options

% Dial-up Change advanced sharing options

e | Network and Sharing Center | @) GNESANe1 ' 1aTs B 1 ETaT Yo NIV =g

Windows Firewall

(]9 Data usage

P :
© proy Have a question?

Get help
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Step 3: Click Enternet with the mouse, click Properties in the pop-up box (Ethernet status), select
Internet Protocol version 4 (TCP/IPv4) in the pop-up box (Ethernet properties), and click Properties

A 5 Control Panel > All Control Panel ltems > Network and Sharing Center
File Edit View Tools
Biniol Banei tiome View your basic network information and set up connections

View your active networks
Change adapter settings

Change advanced sharing 5122 Accesstype: __Intemet

settings Private netwerk Connections: [1X Ethernet

Media streaming options

Change your netwarking settings

i Setup 2 new connection or network

Set up @ broadband, dial-up, er VPN connection; or set up @ reuter or access point.

O

v|®& | Search Control Panel 0

[ Troubleshootpl g - o ﬂ & Ethemet Properties X
"~ Diagnoseandre . Netwarking
General
Connect using
s I Realtek PCle GbE Family Controller #2
IPv4 Connectivity: Internet
i R
Media State: Enabled This connection uses the following ftems
Duration: 04:06:31 v T Microsoft (o345 %5 Eik ~
Speed: 100.0 Mbps B Mware Bridge Protocol
= T Microscht R FHTTENYL AL S
2ol ) 9 Npcap Packet Driver (NPCAP)
e
Qo. =
C (=X Internet Y fikAs 4(TCP/IPv4)
Activity - . Microsoft IR |
- < >
Sent — L: Received .
Bytes: 128,431,924 | 384,042,668 D=ciptions - o X
FERIFERI Y Intemet 13l e ithid REBARI ISR
sty FTTEFREEE EER L DAl -
Gt | [
[2X Properties
Close OK Cancel
See also
Infrared

Step 4: There are three setting methods
method 1 method 2

Internet HHYERES 4 (TCP/IPv4) Properties * Internet HHYRER 4 (TCP/IPv4) Properties x

General  Alternate Configuration General

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

‘You can get IP settings assigned automatically if your network supports
this capability. Ctherwise, you need to ask your network administrator
for the appropriate IP settings.

(®) Obtain an IP address automatically (O Obtain an IP address automatically
() Use the following 1P address: (@) Use the following 1P address:

(| 1P address: 192 168 . 2 .59

@5hbian D server addrecs automatically

Obtain DNS server address automatically
() Use the following DNS server addresses: (®) Use the following DMS server addresses:

l:l Preferred DNS server: 114 . 114 . 114 . 114
T e

|

Validate settings upon exit DmEsas [Jvalidste settngs upon exit Advanced. .,

Cancel Cancel

method 3
Internet HHURRTE 4 (TCP/IPvd) Properties X
General

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

(O)Cbtain an IP address automatically

(@ Use the following TP address:

IP address: 192 .168 . 2 . 59

Subnet mask: 255 .255 .255 . 0
Obtain DNS server address automatically

(® Use the following DNS server addresses:

Brefemed 1 erver: ]

Alternate DNS server:

[validate settings upon exit P

Cancel

method 1: It can be used to configure the device and access the external network. It is recommended to
use it (Note: If there are multiple routes with different network segments in the current
environment, the IP obtained by the computer may not be able to connect to the device. In

this case, method 2 can be used);

method 2: It can be used to configure the device and access the external network. The IP address is set
to the device IP (the device defaults to 192.168.2.1) and the same network segment IP:
192.168.2.X (X is any number between 2 and 254, such as 192.168.2.2) , the default gateway is
set to device IP: 192.168.2.1, DNS can be set to 8.8.8.8 and other general DNS;

method 1. Only connect the device for configuration use, the computer cannot access the external
network through the device network, and the IP address is set as in method 2;

WEB: www.seriallink.net e-Mail:
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Step 5: Click OK with the mouse, and then click Close to save the changes in Steps 3 and 4;

Internet MY RRES 4 (TCP/IPwd) Properties X ,‘: Ethernet Properties b4
General  Alternate Configuration Networking
You can get IP settings assigned automatically if your network supports Connect using:

this capability. Otherwise, you need to ask your network administrator

for the appropriate IP settings @ Realtek PCle GbE Famity Controller #2

(@) Obtain an IP address automatically m

(C)Usze the following IP address:

This connection uses the following items:

D Nicrosoft RIEE B Pk ~
’f?‘u"l\l'lware Bridge Protocol

I3 Microsoft PR T A TENH

W B Npcap Packet Driver (NPCAF)

™ HOt!S i‘iiﬁ"@.ﬁ'ﬁ'ﬁiﬁ

R Microsoft WJ%@EEE%E%EEEEHW b
< >

Install... Uninstall P[qperties
Description

FEHIEHID 5/ Intemet th0 o EHHILE %ﬁh\E’]f“ LA
> AT ERHEE RS biE -

Validate settings upon exit Advanced. ..

Cancel Cancel

1.2 Login configuration page

Open IE or other browsers, enter 192.168.2.1 in the address bar, after the connection is established,
in the pop-up login interface, log in as the system administrator (admin), that is, enter the password in

the login interface (the default password is set to admin).
& C A Notsecure | 192.168.2.1/cgi-bin/luci o 2 4 0O @ (Updﬁ‘e :

ZSeriallink 2SWIEIR

Language English v

Authorization Required

Password

The default login password is admin. If the user needs to protect the configuration interface to avoid
being modified by others, he can modify the login password, click "System" - "Modify Password" in turn,
then fill in the password to be modified, and then "SAVE & APPLY", please refer to Chapter 5.3 for
details.

WEB: www.seriallink.net e-Mail: info@seriallink.net
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Chapter 2 Network Setting

2.1 Change the login page address

The default address of the router is 192.168.2.1. You can modify the static IP address in the navigation
bar "Network Setting" - "LAN Setting" - "General Setting". After modification, the new IP address will be
used to log in to the page.

A.IP Address: Modify the ip address of the device (default is 192.168.2.1).

B.Netmask: It is generally 255.255.255.0, which can be modified as needed.

C.IPv4 gateway. DNS server. Override MTU: No special cases do not need to be set.

D.After the configuration is complete, click "SAVE & APPLY" to make. it take effect. After it takes
effect,you need to use a new IP address to access the configuration page of the device.

A Route Status Network Configuration

@ Network Setting
LAN Configuration

{9 Route Setting

7 Service Manage
SAVE & APPLY

= VPN Service

K System

0| & sx x 5F - 8 x
€ ¢ awes|[oeals s Amas 8o D & ()

ZSeriallink 2SW-FIR

Language English

Authorization Required
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ZSeriallink

2.2 5G Modem

By default, the router uses the SIM card 3/4/5G to access the Internet. You can see the information
of the SIM card in the "Routing Status" - "Status" in the navigation bar. You can check the network is
3/4/5G and the signal of the mobile phone card in the upper right corner.

ZSeriallink 2GWI-FIR od

A Route Status

Status SIM READY:
Routes ul
Log
Cellular Network NRSC
WireGuard Status
y Band 5(
P2P Status
627264
@ Network Setting
PC 365
£% Serial Utility
CERE GPRS: 0,1 /EPS: 0,1/ 565: 0,1
Route Settin
a < signal Quality RSRQ 77 dBm

i Service Manage
= VPN Service

X System

B Logout

Cellular Status

Card Slot

IMEI

IMSI

IccID

4600122386

89860120801

345580028

If you use an ordinary mobile phone data card, you don't:need to care about the location of the APN

setting, it can be empty by default. If you use an APN card, you need to set the APN in "Network Setting"

- "5GModem" - "General Settings".

A Route Status SIM Settings
@ Network General Settings Advanced Settings Physical Settings
Setting .
Status not connected yet
5G Modem SIM
WAN Setting Eriable
LAN Setting
APN
DHCP Setting
Hostnames. Username
WIF] Setting
Password &

WIFI Client
Time Reboot AuthType | none v
e PIN Code

"Network Setting" - "56 Modem" - "Advanced Settings" can bind 3/4/5G. If 5G (NR) Only is selected

for the service:type, it means that only the 5G network is used. If there is no 5G network nearby, there
will be ne network automatically. The default is 3/4/5G, the frequency band with good signal is given
priority,.and 5G is given priority under the same signal. Locking the frequency band is automatic, and
you can_.also lock the frequency band according to your own needs. If the locked frequency band is
unsuccessful, it means that the module does not support this frequency band temporarily. After setting,
click "SAVE & APPLY".

A Route Status SIM Settings

General Settings Advanced Settings Physical Settings

@ Network
Setting
Force Dial (O
5G Modem
WAN Setting IPType  IPVAV6 -
LAN Setting Server Type ‘ Automatically i ‘
DHeP Seting
3G (WCDMA) Only
Hostnames 4G (LTE) Only
5G Network Abnormal Handler 5G (NR) Only

WIFI Setting

WIFI Client

= 3/4G (WCDMA/LTE)
5G Network exception handling: TF 4/56 (LTE/NR)

abnormal number, choose one of tl 5,0 5 WCDMA/LTE/NRSG)

WEB: www.seriallink.net e-Mail:
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"Network Setting" - "5G Modem" - "Physical Settings" can modify the default SIM card. If only one

card is inserted, it will be used by default, and there is no need to modify the configuration here. Metric
(default: 30) generally does not need to be modified. The smaller the value, the higher the priority of
using the network (networks include: wifi client, WAN port, 4G network, etc.). MTU (default: 1400), the
maximum transmission unit, generally do not need to be modified, affecting the network speed.

A Route Status SIM Settings
@ Network General Settings Advanced Settings Physical Settings
Setting
Default SIM Card  SIM2 b
56 Modem
WAN Setting Metiic 30
LAN Setting Override MTU 1500

DHCP Setting

Abnormal Restart: It is to deal with network exceptions, ping the set ip address (114:114.114.114) every
5s, and still can't ping after the abnormal number of pings, it will be set according to the selection
(Reboot on internet connection lost, Set airplane mode) (default), Switch SIM card). Network diagnostics
can be set in "General Settings", "Advanced Settings", and "Physical Settings". lt'is not enabled by
default. If you need to enable network diagnostics, you can enable it.

Abnormal Restart

exception handling: check the network connection in a loop for 5§ seconds. If the Ping IP address is not successful, After the network exceeds the abnormal
number, restart and search the registered network again.

Enable ]
Ping IP address = 114.114.114.114
Operating mode = Set airplane mode v

Abnormal number 10 e

note:

» Ordinary 5G mobile phone card can access the Internet without worrying about APN settings.

» If an APN dedicated.network card is used, be sure to fill in the APN address, username and
password.

» Different operaters have different specifications of APN dedicated network cards. Please
consult the local operator for the APN address, user name and password.

2.3 WAN Setting

2.3.1 DHCP address

Navigation bar "Network Setting" - "WAN Setting" - "Basic Configuration®, the default protocol of
WAN port is dynamic address (ie DHCP client), the upper-level device needs to be able to assign ip to
the wan port,Without special cases.

WEB: www.seriallink.net e-Mail: info@seriallink.net
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A Route Status

Network Configuration

@ Network

Setting WAN

Configuratio

56 Modem Basic Configuration Advanced Configuration
WAN Setting
LAN Setting
DHCP Setting
Hostnames
WIFI Setting
WIFI Client
Time Reboot

Network
Backup

Watchcat

Diagnosis

SAVE & APPLY

2.3.2 PPPoE

If the wan port needs to dial up to access the Internet, you need to select PPPoE, fill in the user
name and password according to the actual situation, no special circumstances.

A Route Status

Network Configuration

@ Network
Setting

56 Modem Advanced Configuration

WAN Setting Status Uptime: Oh 13m 53s
MAC-Address: 1C.59.74.50.57.84

LAN Setting
DHCF Setting

Hostnames

WIFI Setting

WIFI Client

Time Reboot

Network

Protacol | PPPoE v
Backup

Watchcat Usemname

Diagnasis S—— z

2.3.3 Static address

You can also choose to. manually set the IP address for the wan port. You need to set the same IP
address as the upper-level network segment, subnet mask, and gateway to fill in the IP address of the
upper-level device. DNS can be the same as the gateway.Generally, there are common DNS such as
8.8.8.8. There is no special case.

A Route Status

Network Configuration
@ Network
Setting WAN Configuration
56 Modem Advanced Configuration
WAN Setting Status Uptime: Oh 14m 33s
MAC-Address: 1C:50:74:50:57:84
s RX: 3.84 MB (32104 Pkis.)
DHCP Setting TX: 558 MB (50032 Pkts )
s IPv4:192.168.3.156/24

Hostnames ‘I’I’O IPV6: fd62:96b5:8f2a:8:1e59:74ff-fe50:5784/64

€19 1pys: fd05:d206:4184: 1050 74ff-fe50:5784/64
pUEE IPV6: fd62:96b5:8f2a:4:1€59:74ff-fe50:5784/64
e IPV6: fd3b:0d07-be2f-1e59:74ff-fe50:5784/64

IPV6: fd62:96b5:8f2a:1e59:74ff-(e50:5784/64
Time Reboot 1PV6: fd62:96b5:8f2a:7c4/128
Network Protocol  Static address ¥
Backup
Watchcat IP Address  192.168.3.66
Diagnosis
Netmask 2552552550 ¥:

€% Serial Utility
Gateway 192.168.3.1

1 Route Setting

) DNS  1921683.1
(4 Service
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2.3.4 As lan (convert WAN port to LAN port)

If you want to convert the WAN port into a LAN port, change the protocol of "WAN Setting" to "As
lan", click "SAVE & APPLY", you can convert the wan port to a lan port(In the case of associated LAN,
please be careful not to connect the WAN port and LAN port to the switch or the same computer), no
special circumstances.

f1 REIESEED Network Configuration

@ Network
Setting

5G Modem Advanced Configuration

WAN Setting Status = MAC-Address: 00:00:00-00:00:00
RX: 0.00 B (0 Pkts)
LANSStag " TX:0.00 B (0 Pkts)

DHCP Setting
Protocol  As lan v

Hostnames

2.3.5 Advanced Configuration

Navigation bar "Network Setting" - "WAN Setting" - "Advanced Configuration®.

Interface: This refers to the physical interface, which can be switched between the network port
(WAN) and the optical fiber port (optical port SFP).

Metric(default:30): Generally, it does not need to be modified, the smaller the value, the higher the
priority of using the network (networks include: wifi clients, WAN ports, 4G networks, etc.).

Override MTU (default: 1400): The maximum transmission. unit, generally without modification,
affecting network speed.

0 Rogle St Network Configuration

@ Network

Setting WAN Configuration

5G Modem Basic Configuration Advanced Configuration

WAN Setting Interface  WAN(eth0) a
LAN Setting

DHCP Setting
Metric 10
Hostnames

Override MTU 1500

WIFI Setting

WIFI Client

2.4 DHCP Setting

DHCP adopts the client/server communication mode, the client submits a configuration application
to the server, and the server returns the corresponding configuration information such as the IP
address assigned to the client, so as to realize the dynamic configuration of the IP address and other
information.

DHCP client configuration (enabled by default), select "Network Setting" - "DHCP Settings", "SAVE &
APPLY".
Allgnore interface: Checking this will turn off the DHCP server.
B.Start: The starting address of the allocated dhcp server, such as 100, means that the allocation
starts from 192.168.2.100.
C. Limit: Maximum number of leased addresses.
D.Leasetime: Expiry time of leased addresses.

WEB: www.seriallink.net e-Mail: info@seriallink.net



http://www.seriallink.net
mailto:info@seriallink.net

%Sﬂ[’]ﬂ"]ﬂ c SLK-R680 Industrial 56 CPE With Wifi6

MEHUE Shtt DHCP Server Settings

@ Network Setting Configurable DHCP Server.

56 Modem

e Ignore interface [

LAN Setting onee
DHCP Setting Start 100
Hostnames
(HisEiizg Limit 150
WIFI Client

Time Reboot

Leasetime  12h

Network Backup

Watcheat

Diagnosis

2.5 Hostnames

Navigation bar "Network Setting" - "Hostnames",You can name the target known IP address for
easy memorization, as shown in the figure.

A Houte Status Hostnames

@ Network Setting

56 Modem

Hostname 1P address

It should be noted that the alias must be unique, otherwise there will be a conflict, resulting in access to
the wrong address, such as baidu, google and otherexisting domain names, the alias only takes effect on the
current device network.

A Route Status Diagnostics
@ Network Setting

Network Utilities

--custom-- v MyPcHost PING

56 Modem
WAN Setting
LAN Setting
DHCP Setting

Hostnames Collecting data

WIFI Setting FING MyPcost (192.168.2.59) : 56 data bytes

64 bytes from 192.168.2.59: seqe0 t11=128 tine=l.410 ns
64 bytes from 192.168. 2. 59: seq=1 tt1=128 time=1.122 ns
“Time Reboot 64 bytes from 192.168.2.59: seq=2 tt1=128 tine=0.781 ns
64 bytes from 192.168.2.59; seq-3 tt1=128 tine=1.172 us
IR R 64 bytes from 192.168.2.59: sen=4 ttl=128 tine=0.937 ns

WIFI Client

Watcheat
~== NlyPcHost ping statistics ——

Diagnosis § packets transnitted, 5 packets received, O% packet loss
round-trip minfave/max = 0.781/1. 084/1. 410 ns

s Serial Utility

2.6 WIFI"'Access Point

WIFL AP supports WIFI dual-band 2.4G+5.8G, WIFl is enabled by default, wifi name:
SLK-Router_2G-XXXX, SLK-Router_5G-XXXX (to avoid the same name of wifi between different devices,
the "XXXX" part will be different), password : slk100200(Password needs to be 8 characters or more).
Navigation bar "Network Setting" - "WIFI Setting"- "Basic Configuration”, you can change the basic
configuration of WIFI.

WEB: www.seriallink.net e-Mail: info@seriallink.net
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A Route Status

Wireless Network

@ Network Setting

Navigation bar "Network Setting" - "WIFI Setting" - "Advanced Configuration",under normal
circumstances do not need to modify.

Hide ESSID: If checked, this WiFi will not be searched on mobile phones, computers and other
devices.

WDS Enabled: When you need to use trunking and bridging mode, if the other one turns on WDS,
then it also needs to be turned on here.

Channel: If you know the channel of other wifi nearby, you can set this device to a different channel
to improve wifi speed and signal.

Width: WiFi speed HT80 (5.8G exclusive) > HT40 > HT20, WiFi stability HT20 > HT40 > HT80 (5.8G
exclusive), affected by distance and partitions (such as walls), use large bandwidth at close range,use a
small bandwidth for long distances.

A Route Status Wireless Network

@ Network Setting

56 Modem

2.7 WIFI Client(Bridge)

The WIFI Client is not enabled by default, you need to check to enable it in the navigation bar
"Network Setting" - "WIFI-Client".

SeiFotite Sttt General Setup

@ Network
Setting

5G Modem
WAN Setting
LAN Setting
DHCP Setting

Hostnames Advanced Settings

WIFI Setting

WIFI Client Protocol  DHCP address v
Time Reboot

Network
Backup

Then select the client wifi interface: 2.4G Client, 5.8G Client, search the corresponding WIFI list,
select WIFI in the SSID list, change the security option according to whether there is a password, None
(no password),Encryption(Encryption mixed mode Mixed WPA/WPA2-PSK), WDS is not checked by

WEB: www.seriallink.net e-Mail: info@seriallink.net
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A Route Status General Setup
@ Network
Setting Status » MAC-Address: 00:00:00:00:00:00
RX: 0.00 B (0 Pkts.)
e " TX0.00B (0Pkts)
WAN Setting
Enable
LAN Setting
DHCP Setting WiFi Interface  5.8G Client v
Hostnames scan O
WIFI Setting
SsiD v
—— Select wifi ssid
Time Reboot
Network Securi ity  Encryption v
Backup
Key 2
Watchcat
Diagnosis wos O

%% Serial Utility

After successfully connecting to WIFI, the WIFI status will be displayed.

Status Uptime: Oh Om 8s

MAC-Address: 22:59:74:50:57:86
RX: 7.73 KB (67 Pkts.)

TX: 1.20KB (6 Pkts.)

IPv4: 192.168.16.201/24

=
Client "EEER"

Note: The wireless interface 2.4G client search requires WIFI wireless AP WiFi-2.4G is in the activated
state, the wireless interface 5.8G client search requires WIFI wireless AP WiFi-5.8G is in the activated
state,Otherwise, the search result will not be displayed (after saving the page configuration of WIFI
wireless AP and WIFI wireless client, WiFi-5.8G starts slowly, please wait for a while).

WIFI wireless client advanced settings protocol selection:

A.DHCP address (default):'The WiFi client automatically obtains the IP address assigned by the
superior route.

B.Static address:The WiFi client uses the user-configured IP address, subnet mask, gateway, and
DNS.

C.Bridge Lan: Use the LAN port configuration IP address, subnet mask, gateway, DNS, Lan port
configuration reference WIFI wireless client advanced settings static address (relay mode select
this item).

Advanced Settings

Protocol  Static address ™

IP Address  192.168.16.66
Netmask  255.255.255.0 e
Gateway  192.168.16.1

DNS 192168161 a
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Status Uptime: Oh Om 5s

MAC-Address: 22:59:74:50:57:86
RX: 0.00 B (0 Pkts.)

TX: 0.00 B (0 Pkts.)

IPv4: 192.168.16.66/24

o
Client "ZEER"

2.8 WIFI repeater

This section describes how to extend the wireless signal length by means of relays. In this
configuration mode, the computer terminal connected to the SLK-R680 is in the same IP address
segment as the main wireless network.

2.8.1 Change the local IP address

It is necessary to modify the local IP address of SLK-R680 to be in'the same network segment as
the main wireless AP. For example, the IP address of the main wireless AP to be connected is
192.168.100.1, then modify the IP address of SLK-R680 t0.192.168.100.100. It should be noted that the LAN
port gateway is empty by default. After using the relay mode setting, if you need to connect to the
Internet through the WAN port in the future, you need to delete the gateway information in the LAN
settings to avoid the situation of being unable to-access the Internet.

A Route Status

Network Configuration

@ Network
Setting

ey General Setup Advanced Settings Physical Setting
WAN Setting Status
LAN Setting

DHCP Setting

Hostnames

WIFI Setting Phddress | 142
WIFI Client
Time Reboot

Network IPv4 gateway  192.168.16.1
Backup

Watcheat

Diagnosis

2.8.2 Connect to theemain wireless AP

In the navigation bar "Network Setting" - "WIFI Client", check to enable the WIFI wireless client, and
configure the connection to the main wireless AP. For example, the SSID of the main wireless AP to be
connected here is WIFI6-2G, and the password is slk100200,Search and select the SSID as shown in the
figure below, fill in the password, select “Bridge Lan” from “Protocol”, and click “SAVE & APPLY".
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A Route Status General Setup

@ Network Setting

56 Modem

status . Uptime: 0h Om 0s
MAC-Address: 22:59:74:50:57:86
WAN Setting i,
4 Glient “EE55" RX: 0.00 B (0 Pkis)
LAN Setting TX:0.008 (0 Pkts)
DHCP Setting Eiisbie
Hostnames
WiFilnterface 586 Client v
WIF Setting
WIFI Client BE scan
Time Reboot
SSID EEEE
Network Backup.
Watchcat
Security  Encryption v
Diagnosis
% Serial Utility Key | iemarss &
B Route Setting wps [
(@ Service Manage
= VPN Service
Advanced Settings
K system
B Logout Protocol  Bridge Lan v

It should be noted that in this mode, the main wireless AP no longer assigns an IP address to this
SLK-R680. Therefore, the obtained IP address will not be updated in “Status”, and you can confirm
whether the connection is successful through the icon color and MAC. address. The picture below is
successful.

Status Uptime: Oh Om 0s
b MAC-Address: 22:59:74:50:57:86
Client "Z=iEE52" RX: 0.00 B (0 Pkts.)
TX: 0.00 B (0 Pkts.)

2.8.3 Disable DHCP

Disable the DHCP server function of the SLK-R680. In this way, the SLK-R680 no longer assigns IP
addresses to the connected devices, and all devices connected to the local area network are assigned IP
addresses by the main wireless to realize communication on the same network segment.

A Route Status DHCP Server Settings
@ Network Configurable DHCP Server.
Setting
. Ignore interface
WAN Setting DHCR
LAN Setting
DHCP Setting Static Leases
Hostnames Static leases are used to assign fixed IP addresses and symbolic hostnames to DHCP clients. They are also required for non-dynamic interface configurations where only hosts with a corresponding lease are
served
WIF] Setting Use the Add Button to add a new lease entry. The MAC-Address indentifies the host, the IPv4-Address specifies to the fixed address to use and the Hostname is assigned as symbolic name to the requesting
host

WIFI Client

2.9 Time Reboot

Navigation bar "Network Setting" - "Time Reboot", users can check to enable and set the time to
restart every day, pay attention to check whether the device time is correct, modify the correct time:
"System" - "Date Time", see chapter 7.1 for details .
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A Route Status

Time Reboot

@ Network Configure a timed reboot

Setting

5G Modem Enable

WAN Setting

LAN Setting hour 06 v
i minute 00 G
Hostnames

WIFI Setting

WIFI Client SAVE & APPLY

Time Reboot

2.10 Network Backup

This part is a new feature, mainly used to give priority to the use of wired (that is, WAN) or cellular
network or WiFi client for the Internet, give priority to the network of the main link, and use the
network of the backup route when the main link does not have a network.

Network backup is disabled by default, you need to enable it, and then configure it according to
the actual situation.

A Route Status Network Backup

@ Network Network Backup can automatically switch network links by detecting whether the Ping Host s reachable
Setting
General Settings
5G Modem
Enable (O

WAN Setting
LAN Setting PingHost  114.114114114
DHGP Setting
pC=tarEs) Main Link  WAN v
WIFI Setting
WIFI Client

Backup Link  None v
Time Reboot
Network
Backup Link Switching Mode = Main Link is preferred v

Watchcat

Diagnosis Recovery Interval ~ 60s

%% Serial Utility

[ Route Setting

2.11 Watchcat

In the navigation bar "Network Setting" - "Watchcat", the network self-check function is disabled by
default, and the network self-check allows setting periodic restarts or restarts when the network is
abnormal.

If you need to activate this function, click Add, enter the configuration and click "SAVE & APPLY".
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A Route Status Watchcat

@ Network Watchcat allows to configure a periodic reboot and/or when internet connection has been lost for a certain period of time

Setting

This section contains no values yet
56 Modem

[ ADD ]
WAN Setting

LAN Setting

DHCP Setting
Hostnames

WIFI Setting

WIFI Client

Time Reboot

Network
Backup

Watchcat

Diagnosis

A.Forced reboot delay: When rebooting the system the watchcat will trigger a soft reboot; Entering a non
zero value here, will trigger a delayed hard reboot if the soft reboot fails. Enter a number of seconds
to enable, use 0 to disable

B.Period: In periodic mode, it defines the reboot period. In internet mode, it defines the longest period of
time without internet access before a reboot is engaged.Default unit is seconds, you can use the suffix
'm' for minutes, 'h' for hours or 'd' for days

C.Ping host: Host address to ping

1.Reboot on internet connection lost

DELETE

Operatingmode  Reboot on internet connection lost b

Forced reboot delay 30
Period 5m

Ping host

@
=]
-1

2.Periodic reboot

DELETE

Operating mode | Peniodic reboot N

Forced reboot delay =~ 30

Period = &m

After adding and configuring, click "SAVE & APPLY" to take effect. To delete the configuration, just
click the "DELETE" button in the upper right corner, and then "SAVE & APPLY".
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2.12 Diagnosis

Through network diagnosis, you can determine whether the router and the connected device can
communicate with each other, whether the device can access the Internet, and whether the device is
successfully connected to the VPN. It can also be used to test other aspects, and you can test it
according to your own needs.

Navigation bar "Network Setting" - "Diagnosis".

Baidu, seriallink, 8.8.8.8: It is generally used to test whether the device can access the Internet. If it
can ping, it means the device can access the Internet. If it cannot ping, it means that the device cannot
access the Internet.

A Route Status Diagnostics

@ Network
Setting Network Utilities

56 Modem ‘ 8888 v‘ 8888 m

--custom--
WAN Setting Google
8888
LAN Setting Conecty uata
DHCP Setting PING 8.8.8.8 (8.8.8.8): 56 data bytes

64 bytes from 8. 8.8.8: seq=0 ttl=115 time=112.919 ms
64 bytes from 8.8.8.8: seq=l ttl=115 time=115. 358 ms
WIF] Setting 64 bytes from 8. 8. 8.8: seq=2 ttl=115 time=144.451 ns
64 bytes from 8.8.8.8: seq=3 ttl=115 time=144.839 ms
64 bytes from 8. 8 8.8: seg=4 ttl=115 time=119.328 ms

Hostnames

WIFI Client

Time Reboot.

-== 8.8.8.8 ping statistics ——

5 packets transmitted, 5 packets received, 0% packet loss
S round-trip min/ave/max = 112.919/127.379/144. 839 ns

Network

Watchcat

Diagnosis

Custom input box: generally used to test whether the connected device can be pinged.

A Route Status Diagnostics

@ Network
Setting Network Utilities

56 Modem —custom-- v 192.168.2.59 m

WAN Setting
LAN Setting Collecting data.

RECESEG PING 192.168.2.59 (192, 168.2.59): 56 data bytes

64 bytes from 192. 168.2.59: seq=0 tt1=128 time=1.350 ms
64 bytes from 102. 168.2.59: seq=l tt1=128 time=0, 952 ns
WIFI Setting 64 bytes from 192.168.2.59: Seq=2 tt1=128 time=1.331 ns
64 bytes from 102 168.2.50: seq=3 tt1=128 time=1.012 ns
64 bytes from 192.168.2.59: seq=4 tt1=128 time=1. 418 ns

Hostnames

WIFI Client

Time Reboot

~— 192.168. 2. 59 ping statistics —

5 packets transmitted, 5 packets received, 0% packet loss
Bacete round-trip min/avg/maz = 0.952/1.212/1. 418 ms

Network

Watchcat

Diagnosis
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Chapter 3 Serial port configuration

3.1 Use Tools And Preparation

Select "Serial Utility" - "RORT-RS232" in turn to configure a port according to your needs. Here is an
example of RORT-RS232. Connect the computer serial port, check the serial port as shown'in the figure
below, right click on the desktop This PC>>>Manage>>>System Tools>>>Device Manage>>>Ports(COM &LPT).
Use tools UartAssist.exe and NetAssist.exe for TCP Server, TCP Client, UDP Server, and UDP Client
simulation, and ModSim32.exe and ModScan32.exe for Modbus TCP simulation. You can use your familiar
serial port and network debugging software. The difference between UDP Client and UDP. Server is whether it

needs to communicate with only a specific IP address. UDP Client only communicates with'a specific server
IP address.

& Computer Management — [m} *
File Action View Help

=75 HE B

‘ﬁ' Computer Management (Local | v :._ﬂ-_ ZIBL-20191012V0 Actions
v ﬁ’& System Tools > iq Audio inputs and outputs = ;
» @ Task Scheduler > £ Computer Bevics Manager &
» Event Viewer » s Disk drives More Actions L4
» @ Shared Folders » @ Display adapters
> il Local Users and Groups > iy Human Interface Devices
¥ @ Performance > "m |DE ATA/ATAPI controllers
& Device Manager e » E= Keyboards
=5 Storage b 8 Mice and other pointing devices
w= Disk Management > [ Monitors
5 T4 Services and Applications > [ Network adapters

L

i EfEmO (com)

» M Print queues

> n Processors

> B Software devices

> iq Sound, video and game controllers
> & Storage controllers

» @ System devices

> t Universal Serial Bus controllers

The settings of UartAssist.exe are as follows. The baud rate and stop bit can be changed as required.
After the setting is:completed, click Open.

Connlart Ascistant

~COM Settings 1 Data receive SAVARE Y423
Farttum IEDM3 .1]

Baudr !9'3'3'3 "I
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3.2 TCP Server

Select "Serial Utility" - "RORT-RS232" in turn,select TCP Server as the network protocol, and choose
the data type according to your needs. Generally, the choice is "Raw date". You need to remember the local
port after setting. When establishing a TCP connection, you need to use the IP address and port number of the
serial server.Configure the baud rate, data bit, stop bit and parity bit of the serial port through the serial port
configuration bar according to your needs. After the configuration is complete, click SAVA & APPLY.

A Route Status Configuration

@ Network Setting

Network Settings

Serial Utilit,
o ¥ Enable

PORT-RS485

Network Proto v
s TCP Server

P Route Setting Transport Proto  Raw data %
r#h Service Manage Local Port 4002
VRN Service Maximum number 6 4

% System
Time Out(s) 300

[ Logout
Serial Settings
Baud Rate 9600 v
Databits 8 v
Stopbits 1 v

Parity  None v

Maximum number: The default is 6, which means that up to 6 TCP Clients are supported to connect to the
same serial port.

Time Out (s): The default is'300, which means that after the TCP Server establishes a connection, if there
is no data, the connection will. be disconnected after 300 seconds. If you need a permanent online connection,
you can set the value to 0.

Open the software; select TCP Client, IP is the server address, the port is the same as the server port,
and click.Connect.

~Settings Data log | Hethssizt ¥4 3 26
(1) Protocol

[TcPClent -] | |

(2) Remote host addr
|19:-z.1ﬁs.2.1 4002 +|

'['C.'P_\Tet A sstnnt

(3) Remote host port
4002

@ Connect |
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TCP Server and TCP Client send and receive data diagram.

Commllart Assisitant

~ COM Setting - Data receive SAVARE V423 Settings Data log Hethssist ¥4 3 26
Potium |00M3 <] | [|C2022-07-28 10:14:22: 7390 This is test (1) Protocol

Baudf [0 = 20220720 10:14:32:8661 This is test [ToPcar 7]
AL

[2022-07-28 10:14:35:887] This is test e T[i?ZZfW‘QS 10:14:22.615]% SEND ASCID>
DPsity [NONE = [2022-07-28 10:14:36:345] This is test e fl e
DateE |8 = [2022-07-23 10:14:32. 7494 SEND ASCIT>

Thiz is test

L

Stepll |1 X 4002

g ks [2022-07-28 10:14:34.029]% RECY ASCIL»
@ Ciose @ Disconnect hhis s test

~Reov Options | Recv Options (2022-07-23 10:14:34. 719]# RECY ASCII>
[lhis is test
I~ Beceive to file @ ASCH (" HEX |
I dnto Tinafeed I Logdisplay mode [, | 1500755 10:14:35. 77514 SEND ASCTT>
[ Show timestanp ¥ Auto linefeed - [This is test
I Receive as hex I Recvsavetofile...
i P toseral] Clea | |[2022-07-28 10:14:36.231]% SEND RSCILY
e This is test
Save Clear _—
~Send Options

~Send Options & ASCT  HEX

¥ Use eseape chars
¥ AT CMD anto CR+L
I~ Append checkcode

I Dats from file ...
I™ Auto checksum
I Auto clear input

I Send s hex 10CD# 2FxD® 3TX0® 4DIA® GGND# GDSR# ZATS® GCTGe 9SAIe S Data Send | " Clear 1 Clear
I Beriod 1000 m= | [1his s cent [ Period [1000 ms | |05 1% test
Send Send
Load. .. Clear Shorteut Historw
|& Ready! i [ 24 [ Fi:48 Reset | 18 Reses! I 232 Rx24 | Txa  Rest | )

3.3 TCP Client

Protocol select TCP Server, Local host addr select the IP address set by the computer, which is in the
same network segment as the device's LAN port IP. The Local host port is the default, and the client settings
need to use Local host addr and Local host port,click Open.

“Settings Data log | Hethssist V4.3 26
(1) Protocol

[TcPserver ||| |

(2) Local host addr
[192.16831001  ~]

(3) Local host port
|1mm

@me|

Select "Serial Utility" - "RORT-RS232" in turn,select TCP Client as the network protocol, and the server
IP.and port number should be consistent with the software settings. Configure the baud rate, data bit, stop bit
and parity bit of the serial port according to your needs through the serial port configuration bar. After the
configuration is complete, click SAVA & APPLY.
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Route Status
Network Setting
Serial Utility
PORT-RS485
PORT-RS232
Route Setting
Service Manage

VPN Service

System

Logout

Configuration
Network Settings
Enable
Network Proto  TCP Client i
Server IP Address  192.168.3.101
Server Port

10000

Heart-Beat (J

Serial Settings

Baud Rate 9600 ~v
Databits 8 v
Stopbits 1 v

Parity  None v

After saving and applying, the software will print "[2021-12-02 17:36:44.743]# Client 192.168.0.233:44380
gets online.", indicating that the connection is successful.

—Settings
{1) Protocol

Data log

Hethssist ¥4 3 26

| TCP Server

(2) Local host addr

[192.168.3.101

&

CERCRE

EROIEEE Setting Data log Hethssist ¥4 3 26
S=OE comz ] [2022-07-26 10:31:12:365] This is test (1) Protocol
gotp [0 o] | |R2REE0Tes 10:31:1i6eed This s best TCP Server -
e [ =] (2) Local host addr [2022-07-25 10:29:56 9661# Client 192 168.3 1:33795 zets onlins
i &y
simE |5 - = . e [2022-0728 10:31:12, 2611# SEND ASCIT 10 ALL>
Lo Thiz is test
#lgl izl 10001
e — [2022-07-28 10:31:18. 6931# SEND ASCII TO ALL>
BORECE @ Crose This is test
EERE ~RecvOptions—— |[2022-07—26 10:31:20. 478]# RECY ASCIL FROM 192, 168,31 139798
I BT & ASCI ¢ HEX This iz test
o HEAIE T @ ¢|[z022-07-28 10:31:21. 698 1% RECY ASCIT FROM 192 168.3 1 33758>
v STiRIHTE IV Auto linefeed AThis is test
I~ ST [~ Recvsavetofie. |
I EERERET AutoSeroll Clear
BIFHHE kil
e  Send Options
CREERE & ASCH ¢ HEX
I BRXHEERR . [V Use escape chars
I B ¥ AT CMD auto CR-LI
I RERDHES
Append checkeode
el 10C0# 2R<D@ 3T<D@ 4DTR# SGND# EDSRe ZATS® GCTS# R :: S DataSend | Clients: [ Al Connections (1) ~| *Discon| § Clear £ Clear
™ RERAE 1000 ms  [rhic iz test [ Period [1000 ms | |TF 1% test
o S Send
e BA BE N o sy
L k! ) [ i [ R i e Reasv! [ e [ momz [ 1 Reset |

[2022—07-25 10:29:56. 95361# Client 192 165.3.1:39795 gets online.
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3.4 UDP Server

Select "Serial Utility" - "RORT-RS232" in turn,select UDP Server as the network protocol, choose the
data type according to your needs. Generally, the choice is Raw date. You need to remember the local port
after setting. When establishing a UDP connection, you need to use the IP address and port number of the
serial server. The baud rate, data bit, stop bit and parity bit of the serial port are configured according to your
needs. After the configuration is complete, click SAVA & APPLY.

A Route Status Configuration

@ Network Setting

Network Settings

%% Serial Utilit,
i Enable

PORT-RS485

Network Proto “
PORT-RS232 UDP Server

£ Route Setting Transport Proto  Raw data e
r# Service Manage Local Port 4002
BBV EN Service Maximum number 6 .

K System
Time Out(s) 300

[ Logout
Serial Settings
BaudRate 9600 v
Databits g v
Stopbits 1 v

Parity  None v

Maximum number: The default is 6, which means that up to 6 UDP Clients are supported to connect to the
same serial port.

Time Out (s): The default is 300, which means that after the UDP Server establishes a connection, if there
is no data, the connection will be disconnected after 300 seconds. If you need a permanent online connection,
you can set the value to 0.

The software settings are as follows, Protocol selects UDP, Local host addr selects the same network
segment IP set by the computer and the device, and the Local host port defaults to it. Click Open after setting.

TCPITDP Net Assistant

~Settings Data log Hethssist V4.3 26
(1) Protocol

| upe =

(2) Local host addr
[192.1683.001 |

{3) Local host port
Il-l}l}l}i

® opn |

~Reev Options
 ASCO { HEX
v Log dizplay mode
[+ Anto linsfeed

B P HIRE
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After opening, fill in "192.168.0.233:4002", the server's IP address and port number, separated by *".

[~ Append checkeode i
Data Send | Remote: 19216831 4002 wf{ * Clean Clear Clear
[T Send from file .. | 5 | — _] v t
- Thiz iz test
Period I
- 1000 B Send
Shorteut History
1€ Readv! | 744 | R | TS Reset | .

UDP Server and UDP Client send and receiv

e data diagram.

v STHEEE
sl
I RS
BTEAE Ll
CEEERRE
I BEZHHER. .
™ BEhEEERhn

I RERREE

¥ Auto linefeed
™ Recv save to file..
futeSorall Clear

¢ [[2022—07—28 10041:47. 102]# EECY ASCIT FRON 192, 163.3.1 40023
i fhis is

T Il R T PN - O x| TCP/UDPNet Assistant
rEROEE ~EROgER @F A V23 [Settings— | Datalog Hethssist V4.3.26
mos oM o] (1) rotocol
[2022-07-28 10:41:39:449] This iz test uDP ¥
g 3800 - 20220726 10:41:40:5258 ] Thiz is test [2022-07—23 10:41:39. 320)% SEND ASCIT T0 192, 168, 3.1 ;40025
(2) Local host add briie viveie
e fiz |MOME :l' g
1921683
ﬁﬁ{ﬁ 8 s @ K o [2022-07-28 10:41:40.402]# SEHD ASCII TO 182 168.3.1 40023
Thiz iz test
1 rc—_—t’g"‘l is is tes
o [2022-07-28 10;41:44.862]% EECY ASCIT FROM 192, 168.3.1 140023
@ =in @ Clos: This is test
EhERE Recv Options [20z2-07-20 10:41:46. 083k RECY ASCIT FROM 192, 168.3.1 40025
I . & ASCI ¢ HEX Thiz iz test
i=F = [¥ Log display mods

test

P ——
~Send Options

5 ASCI  HEX
[V Use escape chars
[V AT CMD auto CR+L

i Append checkeode
Il T 10008 3FXC 3100 AOIH® SEND® sDsie fdlse scise sEe | HE DataSend | Remote: 19216831 4002 v| *Clean| & Clear 4 Clear
™ REEA[1000 03 | [This s rest [~ Petiod [1000 ms | [T0° 15 test
- - Send
TeEh EREA e et TR
(& HE S 3 Biid] ] 1o Res [ lod6 | RXI60 |  TXo608 Rest | /)

3.5 UDP Client

Protocol select UDP, Local host addr select the IP address set by the computer, which is in the same
network segment as the device's LAN port IP. The Local host port is the default, and the client settings need
to use Local host addr and Local host port,click Open.

m v

“Settings
(1) Protocol
| vpp

(2) Local host addr
[192.168 3101

{3) Local host port
|1cu}m

E
]

® op |

Data log

Bethssist ¥4 3 76

Select "Serial Utility" - "RORT-RS232" in turn,choose UDP Client as the network protocol, and choose
the data type according to your needs. Generally, the choice is Raw date. You need to remember the local port
after setting. The IP address and port number of the serial port server are used when establishing a UDP
connection. Compared with UDP Server, UDP Client has an additional server IP address and server port
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number. The purpose of this addition is to ensure the security of UDP data transmission. Network data only

receives data from the server IP and server port number. The rest of the data are denied access. Configure

the baud rate, data bit, stop bit and parity bit of the serial port through the serial port configuration bar
according to your needs. After the configuration is complete, click SAVA & APPLY.

A Route Status

@ Network Setting

£ Serial Utility
PORT-RS485

PORT-RS232
Route Setting
Service Manage
VPN Service
System

Logout

Configuration

Network Settings

Enable

Network Proto | UDP Client

TransportProto  Raw data

Local Port 4002

Maximum number 6
Time Out(s) 300

Server IP Address  192.168.3.101

Server Port 10000

In the next step, the following information needs to be filled in the software.

I~ Append checkcode

EthHMI Remots:

§192.168 3 1 :4002

«| *+Clean| § Clear ¢ Clear

[~ Send from file .. _
: hiz 1= test
[~ Period | T
1000 ms= =
Shorteut History
1}
L& Readv! | 13/48 I RX:196 | TX:632 Reset |

UDP Client and UDP Server send and receive data diagram,

GHEITES X = - TEP/UDP Net Assistant
BORE | RO GEF A V423 | rSettings Datalog Hethssist ¥4.3.26
=T F=5 T (1) Protocol
[2022-07—25 10:49:47:307 I Thi= iz test UDP B
R |90 j" [2022-07—25 104848 1307 Th: :: t::t ot s [2072-07=28 10:45:47. 1501 SEND ASCII 10 192.168.3.1 14002>
Felgfig [NONE = mlmﬂ o This is test
#igf |2 = r3; : '; = [2022-07-25 10:48:45. 01214 SEND ASCII TO 192, 168.3.1 40023
Local hos o
Thiz iz test
fZukfs | = I:u::t
o [2022-07—25 10:48:49. 97614 RECY ASCII FROM 192,168, 3,1 40023
@ =4 @ Close This is test
CEERE ~Recv Options [2022-07-25 10:48:50. 78514 RECY ASCII FROM 192,168, 3.1 40023
I BT & ASCH ( HEX This is test
B éi}‘%ﬁﬁfpi i3 Lo‘gmphym 4 [20z2-07-75 10:48:00.036]% RECY ASCIT FROM 192 168 3.1 40023
I STIERiE ¥ Auto linefeed ilThis is test
I~ +roftilsn I™ Recv save tofile..
[ giEaheT AutoSeroll Clear
1BIEE Rl —
~Send Options
CEEERE @+ ASCI (" HEX
[~ BRHEEE [¥ Use escape chars
I Bsh&iEkthn ¥ AT CMD auto CR+LI
I BE=EahE I~ Append checksode ——
s 1DCD# 2R<0® 3TXD@ 4DTR® SGND# EDSA# 7RIS& BCTS# SR+ s e o Dmsm' Dot (157 168.3.1 -4002) _«Cten | § Clear 4 Clear
I EEERE 1000 ms | [rhiz iz test I i 1000 o This is test .
- oy en.
T = Shontou: T
& Btk T [ To:240 Fi:180 Sfirits]| Lf 1€ Readv! I 16/50 | RX232 | TX 6356 Reset | 2|
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If the data is not sent from the server IP and port, it will be rejected.

LCP/UDP Net Assistant

#RE 12 =]
ik =

@ =
RERE
I i
~ T
W e
I T
I gEskeT

{BteiE Bl
EREELE
I ERHHHER.
=t
I EEESE

R HEIELLEN AR

HOER RO RS @IF A V423 Setti

sos[ooMs -] (1) Protocol

wisE B0 - UDP z
g MOE ]

~Recv Options
& ASCI (" HEX
¥ Log display mode
v Auto linefeed

Data log I

Hethssist ¥4.3. 26

[2022-07-28 11:06:16, 555]% SEND ASCIT TO 192, 188 3.1 :4002>
This is test

[202z-07-26 11:06: 16, 66G1% RECY ASCIT FROM 192, 168.3. 1 -4002>
lccesz denied

[2022-07-26 11:06:17. 45714 SEND ASCIT TO 192 168, 3.1 ©4002>
Thiz iz test

[2022-07-26 11:06:17. 46814 RECY ASCII FROM 192 168.3.1 :4002>

liccesz denied

™ Recv save to file...
futoSerell Clear

| Send Options

il [202z-07-26 11:06: 18, 6451% SEND ASCIT TO 192 168 3.1 140023

Thiz iz test

[2022-07-28 11:06:15. 640]% RECY ASCIT FROM 192 165.3.1 :4002>

| frccess denied

(+ ASCHI ( HEX
[+ Use escape chars
[¥ AT CMD auto CR+LI

[~ Append checkcode

ot 1DCD# 2RXD@ 3TXD@ LDTR# 5GHD# E0DSR# FATS® 2CTS# SRle i DataSend | Remots:  [192.168.3.1:4002 v| *Clean| & Clear % Clear
I EEEEA 1000 m= | [This s test I~ Pesiod imm Thiz is test s
B SHE en
TEEA A &R Shorteut  Hstory
L Bk & [ To372 | Fix:456 Bfrith| 4 1€ Readv! | 30/81 | RX4M4 TX:1028 Reset | 4

3.6 Modbus TCP

Select "Serial Utility" -

"RORT-RS232" in turn,Select Modbus TCP as the network protocol. After setting

the local port, remember to configure the baud rate; data bit, stop bit and parity bit of the serial port through

the serial port configuration bar according to your needs. After the configuration is complete, click SAVA &

APPLY.

A Route Status Configuration

@ Network Setting
Network Settings

®x Serial Utility

PORT-RS485
Network Proto
PORT-RS232

Route Setting Local Port
Service Manage Maximum number

VPN Service

Time Out(s)
System
Logout Serial Settings
Baud Rate
Data bits
Stop bits
Parity

Enable

Modbus TCP

4002

6

300

9600

None

Here you need to use ModSim32.exe and ModScan32.exe to simulate the use, first open the software

ModSim32, File>>>New to create a new file, Connection>>>Connect>>>Port 3 (the choice here is the connection

between your computer and the device port).
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;i ModSim32 - ModSim?1

The pop-up dialog box is as follows, the baud rate, data bit, stop bit and

ity bit are changed according
to the values set on the web page.

Setup Comm Port 3 >

~Protocol

[T Dand el /EWROF proteco:

Band |95|:u:| - I

Data |B j‘
Stop |1 j‘
|DDD - I

Parity

—Hardware Flow Control

[~ Wait for OTE from Master
v Delay ||:| mz after ETS before

t}'a.nsmitting first
[T Wait for CTS From Mas

Delar ||:| ms after last

character before

N

Open the software ModScan32, Connection>>>Connect.
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B= ModScan32 - Modscal - ul X
File Connection Setup View Window Help
O [ Gomneat

l“ Disconnect
1 Auto-Start R

QuickConnect "
Device Id: | 1
R Number of Polls: 0 ‘

Address: 0001 ”
MODBUS Point Type Valid Slave Responses: 0
Length: [10 |01: colL sTATUS - T

The pop-up dialog box is as follows, select Remote modbusTCP. e IP Address and Service

Port, and then click OK.
1 Connection Details g

Connect Llszing:
Remaote modbusTCP Server ;l

P Address: [192.168.3.1

Service Port, (4002

— Conmguranan

—Hardwiare Flowi Control

Baud Fate: |192':":' vI [ Wit for DSE from slave
[ Wit for CTS from slave
Whord Length: |E vI

DTA Control  [Disable |

e INDNE jv RTS Contral: IDigatde ;I
Stop Bits: I'I vI Delay ||:| mz after HTS betore

tranzmitting firzt character

‘ [relay ||j| riiz after lash character

before releasing RTS

Protocol 5elections |

| )4 I Cancel |

e selected settings in ModSim32 and ModScan32 software need to be consistent.

B | odScan32 - ModScal i ModSim32 - ModSim1

File Connection Setup View Window Help

D[ o6 BED Sl2e|

File Connection Display Window Help

== |
i
Device Id:
Address: (0001 = MNumber of Polls: 30 i i =
MODBUS Point Type Valid Slave Respanses: 0 Address: MODBUS Point Type
. = 01: COIL STATUS -
Length: |10 [01: coiL sTATUS =l Reset crs | Longth: [0 ]
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Double-click 00001: <0> area, a dialog box pops up, select On, and then click Update.

Auta S1mulat1 oTL

The effect is as follows

BB adscand? - Modsesl — O # | i ModSim32 - MedSim1 - 0
Eile Connection Setup View Window Heip File ¢ i Display Window Heip
Clee| #lel| BEL Sl2|
E o= @58 @
3 ModSat
Device Id: E
Addrese: MODBUS Point Type 3:&”;:,&?2:;,33:,,;.] |

Length:  [10 |o1: colL sTATUS =l fesal °"°|

Device Id: | 1
Address: _ MODBUS Point Type

Il]1 : COIL STATUS '} |

Length:

3.7 Transport Proto

When selecting TCP S
putty.exe is used here.Select "
Network Proto, and Teln

APPLY. \

type also has the option of Telnet (RFC2217), and a software
- "RORT-RS232" in turn,Select TCP Server or UDP Server as the

A Routing Status

Configuration
@ Network Setting
@ Serial Utility Network Settings
PORT1 Enable
PORT 2
Network Prote | TCP Server v
] Routing Setting
Transport Proto | Raw data ~
%% Switch Control
: Local Port
r# DDNS/FRP ocalbort | 4002
= VPN Service Maximum number g ~
% System Time Out(s) 300

[> Logout

Open the putty.exe software, fill in the server IP address and port number, select Telent for Connection
type, set as follows, click Open after the configuration is complete.
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#2 PuTTY Configuration ? X

Cate

easion Basic options for your PuTTY session

Pl Logging Specify the destination you want to conne:
|- Terminal

- Keyboard Host Name {or IP address)
- Bel [192.188.2.1

- Features
= Window
- Appearance

- Behaviour
- Translation Saved Sessions

Load, save or delete a stored session

B Selection | !
CUIC’_L”'S Default Settings Load
=~ Connection WinSCP temporary session
- Data
- Proxy
- Telnet Delete
- Rlogin
- S5H

‘v Serial

Cﬁlose window on ext: .
() Aways  ()Never (8 Only on clean exit

About Help Open Cancel

If no error is prompted after opening, a pure black dialog box will be displayed, as shown below.

192.168.3.1 - PuTTY - O *

Click the putty dialog box, enter any character, and the result is as follows.

e = EP 19216831 - PuTTY - O b4
COM Settings Data receive
REUSL L& U LU L S g I
Farthum |CDM3 J

[2021-12-03 14:03:00:663] 5

Baudn |00 [2021-12-03 14:08:02:4537 1

[2021-12-03 14:08:03:6107 ¢
DFaty INONE | 1l Pono 1503 14:08:03:520 1 w
Dats |2 [2021-12-03 14:08:04:073] e

[2021-12-03 14:03:04:323 ¢

StopB 1 :‘ [2021-12-03 14:05:04:676] t

- [2021-12-03 14:08:04:861] ¥

@ Close [2021-12-03 14:08:05:140] 0

- [2021-12-03 14:08:05:440] i
[2021-15-03 14:08:05:736] o

[2021-12-03 14:05:05:9258 ] p

Recy Options

[ Receive to file... ||| Fogp-12-03 14:08:06:4207 [
4 [2021-12-03 14:08:06:7071 ]
7 iShot tinesians [2021-12-03 14:08:07:0427
 Receive as hex [2021-12-03 14:08:07: 7437 a

[2021-12-03 14:05:07:992] =
[2021-12-03 14:05:03:293] 4

Save. .. Clear [2021-12-03 14:05:05:563] £
Fone1—1%-02 14-n2-n2-226 71 -

[ Pause receive
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Chapter 4 Firewall and Application

4.1 Firewall on and off

The firewall is enabled by default. When doing DMZ and Port Forwards, you need to disable the
firewall. Steps to disable the firewall, go to the navigation bar "Routing Setting" - "Firewall", select
disable the firewall, and then click "SAVE & APPLY".

A Route Status Firewall

@ Network Setting

£ Serial Utility

™ Route Setting
statc Routes
Port Forwards
DMZ
Black/White List
1:1 NAT

Firewall

4.2 DMZ

The DMZ function can map the WAN port address:to.a certain host on the LAN side; all packets to
the WAN address will be forwarded to the specified LAN side host to achieve bidirectional
communication. In fact, it is to completely expose:a-host in the intranet to the Internet and open all ports,
which is equivalent to all port mapping. It is equivalent to using the public IP directly.

First, you need to disable the firewall, click "Routing Setting" - "DMZ" in the navigation bar, click
Enable, set the IP address assigned by the lan port to the connected device, and forward all the ports of
the connected device,It can be accessed directly through the IP address of the wan port.

Enable: Tick Enable.

Internal IP address: The ipraddress of the local device or the ip assigned to the connected device
through dhcp.

DMZ actually forwards all ports of the device. After the configuration is complete, click "SAVE &
APPLY" to. make it take effect.

A Route Status DMZ

@ Network Setting The DMZ host feature allows one local host to be exposed to the Internet for a special-purpose service:

£ Serial Utility Configuration

Enable

[ Route Setting

Internal IP address  192.168.2.1 ok

Black/White List SAVE & APPLY

WEB: www.seriallink.net e-Mail: info@seriallink.net



http://www.seriallink.net
mailto:info@seriallink.net

%Sﬂﬂﬂ"]ﬂﬁ SLK-R680 Industrial 56 CPE With Wifié

Check the IP of the wan port, you can directly access the connected device through the IP of the

wan port. If you can't access it, the possible reason is that the firewall of the connected device is opened,
and you need to turn off the firewall of the connected device.

A Route Status Network Configuration

@ Network
Setting

WAN Configuration
5G Modem Basic Configuration Advanced Configuration

WAN Setting Status Uptime: Oh 51m 44s
MAC-Address: 1C:59:74:50:57:84
LA RX:3.12 GB (9810194 Pkts.)

TX: 1.91 MB (16403 Pkts.)
& 1Pva{T921683156]24
Hostnames eth0 IPv6: fd62:96b5:8f2a:4:1€59:74ff-fe50:5784/64
IPV6: fd3b:9d07:be2f:1e59:74fffe50:5784/64
PR 1Pv6: fd05:d206:4f84:1e50-74ff fe50.5784/64
IPV6: fd62:96b5:8f2a:1e59:74ff-fe50:5784/64
1Pv6: fd62:96b5:8f2a:1e4/128

DHCP Setting

WIFI Client

Time Reboot

Protocol ~ DHCP address v
Network

Backup

You can access the connected device directly through the IP of the wan port.(Note: The computer
needs to be in the same local area network as the IP of the wan port before it'can'befaccessed)

0 | % sk x = o X
€ O ares |[EEE nwan ®o o E - ([

ZSeriallink 2EWI-E13

Industrial Router

Language English v

Authorization Required

Password

4.3 Prot Forwards

Compared with the DMZ, port forwarding is a more refined control, which can forward the data
packets sent to a certain port to a certain host on the LAN side, and can realize the transfer of different
ports to different hosts.

First you'need to disable the firewall.

Navigation bar"Routing Setting" - "Port Forwards" setting menu, enter the "Port Forwards"
interface to configure.

A.Name: Specify the name of this rule, which can be a meaningful name.

B.Protocol: Specifies the protocol to be forwarded, which can be TCP, UDP, or TCP/UDP.

C.Internal IP address: Select the IP address that needs to be forwarded to the external network.

Dinternall port: The port to be forwarded by the connected device or the machine.

E.External port: Add this external port through the wan port ip to access the connected device.

D.After configuration, click the "ADD" button to add a forwarding rule. Click the "SAVE & APPLY"

button to make the rule take effect.
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A Route Status Port Forwards

@ Network Setting Completely forward the communication sent to a port of the external network to a designated port of an address of the internal network

%% Serial Utility Port Forwards

Name Protocol External Forward to internal Enable Sort

(1 Route Setting

Static Routes This section contains no values yet
Port Forwards

DMZ New port forward
Black/White List

Name HTTP

1:1 NAT

Firewall Protacol TCP v

A Service Manage

Internal IP address 192.168.2.1 ¥
£ VPN Service
Internal port 80
*K System
B Logout External port 8090

After the addition is successful, a port forwarding rule will be added. Click "SAVE & APPLY" to make
the rule take effect. Multiple rules can be added.

Port Forwards

Name Protocol External Forward to internal Enable

Sort
HTTP IPv4-tcp port 8090 IP 792.168.2.1, port 80 . DELETE

View the wan port ip, and access the internal port of the connected device or the local device
through the wan port ip and external port number.

A Route Status Network Configuration

@ Network

Setting WAN Configuration
5G Modem Basic Configuration Advanced Configuration
WAN Setting Status Uptime: Oh 51m 44s
MAC-Address: 1C:59:74:50:57:84
LAN Setting RX:3.12 GB (9810194 Pkts )
DHCP Setting : TX:1.91 MB (16403 Pkts.)
£ IPv4{192.1683.156]24
Hostnames eth0 IPv6: fd62:96b5:8f2a:4:1e59:74ff-fe50:5784/64
IPv6: fd3b:9d07:be2f:1e59:74ff -fe50:5784/64
Reliseio IPV6: fd05:d206:4f84:1e50 74ff fe50:5784/64

IPv6: fd62:96b5:8f2a:1e59:74ff-fe50:5784/64
IPv6: fd62:96b5:8f2a:1e4/128

WIFI Client

Time Reboot

Protocol ~ DHCP address v
Network

Backup

Access theuinternal port of the connected device through 192.168.3.156:8090.(Note: The computer
needs to‘be in the'same local area network as the IP of the wan port before it can be accessed)

O | % s« x IS = o X
(@) Axi“zﬁl(g\—bu“’m(\ AN oa s W G m = g - @

ZSeriallink SCWL-EIR

Language:  English v

Authorization Required

Password
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4.4 Black/White List

4.4.1 White List

Restrict all non-whitelisted hosts from accessing the external network through the local device.
For example, all devices cannot access the Internet, and only a certain computer can be allowed; then
this computer can be added to the whitelist.
A.Name: Customize the name.
B.Protocol: All protocols are selected by default, choose according to your needs.
C.Match ICMP type: All types are selected by default, choose according to your needs:.
D.Local IP address: The IP address of the device added to the whitelist, the I[P address change
caused by man-made or other reasons, will change the device that can-access the Internet.
E.Local MAC address: The MAC address of the device added to the whitelist will not be invalid even
if the device IP address is changed.
F.Destination IP address: If not selected, it means all networks: You can also enter an IP address,
such as the public network server IP.
G.Action: Whitelist mode select ACCEPT.

A Route Status Black & White List

@ Network Setting By filtering IP addresses and MAC addresses, black and white lists can help manage the network connection status of access devices.

£ Serial Utility Mode Configuration

Enable

1 Route Setting

Static Routes Mode  White List ¥
Port Forwards

DMZ

Black/White List

Name List

Name Protocol Local Destination Action Enable Sort
ACCEPT-OTHER All any host any host Accept forward
New list
Name 2659
Protocol All e
Match ICMP type All v
Local IP address 192.168.2.59 (40:8d:5¢. 7a:f3:f7) v

Local MAC address v

Destination IP address 183 v

Action ACCEPT v
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After clicking Add, a rule will be automatically refreshed in the page list, click "SAVE & APPLY".

Name List

Name Protocol Local Destination Action Enable Sort

259 Al IP 192.168 2 59 IP 783 Accept forward . . @

After adding the whitelist, you can only access the public network address of the server, but cannot
access the Internet. At the same time, other computers can neither access the public network address
nor the Internet.

from

Tom

s of data:

If the target address is empty, it means that the‘devices in the whitelist can access all networks, but
other devices cannot. If you want to disable the blacklist and whitelist functions, you just need to
uncheck the “SAVE & APPLY" option.

4.4.2 Black List

Restrict the host in the blacklist from accessing the external network through the local device. For
example, if a computer is prohibited from accessing the Internet, the computer can be added to the
blacklist.

A.Name: Customize the name.

B.Protocol: All protocols are selected by default, choose according to your needs.

C.Match ICMP type: All types are selected by default, choose according to your needs.

D.Local IP address: The IP address of the device added to the blacklist, the IP address change
caused by man-made or other reasons, will change the device that refuses to access the
Internet.

E:Local MAC address:The MAC address of the device added to the blacklist will not be invalid even if
the device IP address is changed.

F.Destination IP address:If not selected, it means all networks. You can also enter an IP address,

such as the public network server IP.

G.Action: Blacklist mode select REJECT.

A Route Status Black & White List
@ Network Setting By filtering IP addresses and MAC addresses, black and white lists can help manage the network connection status of access devices
£ Serial Utility Mode Configuration
[ Route Setting Enable
Static Routes Mode: | BiacicList
Port Forwards

DMZ

Black/White List
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Name Protocol Local Destination Action Enable Sort

New list

After clicking Add, a rule will be automatically refreshed.in the page list, click "SAVE & APPLY".

Name Protocol Local Destination Action Enable Sort

A IP 192.168.2.59 IP 183 Refuse forward . . ﬁ

After adding the blacklist, you cannot access the public address of the server, only the Internet, and
other devices are not restricted.

If the destination address is empty, it means that the devices in the blacklist cannot access all

external networks. If you want to disable the blacklist and whitelist function, just uncheck the enabled
option, "SAVE & APPLY".
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Chapter 5 Service Manage

5.1 Remote management - CWMP

CWMP uses TR069 data transmission protocol, which can be used with Sinolink remote
management platform, which can realize remote operations such as restart, upgrade, and configuration.
The TR069 configuration parameters need to be consistent with the server.

A Route Status CWMP

@ Network Setting

~ - General Settings Physical Settings
X% Serial Utility
Enable

[ Route Setting
rh Service Manage Bod| 7547

CWMP Usemame = cpe

SNMP

Password - &

Dynamic DNS

Frp Client Authentication | Digest R
= VPN Service Provisioning code
<
X System Serialnumber
> Logout

Logging level  Info ¥

STUN Settings

STUN Enable

STUN ServerAddress  192.168.16.248

STUN ServerPort 10011

STUN ServerUsername  stunuser

STUN ServerPassword — sssesses a8

STUN ServerMax Keepalive 30
Period

STUN ServerMin Keepalive 5
Period

STUN ServerKeepalive Period 5

ACS Settings

ACSURL  http://192.168.16.248:10090/acs

Username = easycwmp

Password = sesseens 2

Parameter key  unsetCommandKey

Periodic enable

Periodic interval 600
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The interface in the physical settings is selected as the network interface connected to the server,
such as eth0 for WAN port network and USBO for 4/5G network.

CWMP

General Settings Physical Settings
Interface * Ethernet Adapter: "-" (wific)

# Ethernet Adapter: "0" (openvpn)

(O &l a8

# Ethernet Adapter: "bondD”

O

g% Bridge: "br-lan” (lan)

®

& Ethernet Adapter: "eth0" (wan, wan6)
&~ Ethernet Adapter: "eth1” (lan)
& Ethernet Adapter: "eth2" (lan)
& Ethernet Adapter: "eth3” (lan)

&= Ethernet Adapter: "eth4” (lan)

o OO0 o

» Ethernet Adapter: "gretap0”

5.2 Remote management - SNMP

SNMP is a data transmission protocol that can be used with Sinolink remote management platform
to realize remote operations such as restart, upgrade, and_configuration. Unlike TR069, the SNMP
protocol requires that the device and the server-are.interoperable, both parties can initiate UDP
connection, suitable for the internal network, although the network requirements are high, but the
configuration is quite simple, as long as you check the enable can be used, of course, the server needs
to enter the current device, it should be ‘noted that the miboid can not be changed (the default
is .1.3.6.1.4.1.2021.220), otherwise the Sinolink remote'management platform will not get any information
of the device.

A Route Status SNMP

@ Network Setting
General Settings

£ Serial Utilit
¥ Enable

4 Route Setting

# Service Manage
OIDSettings

CWMP 7
miboid  1.3.6.1.4.1.2021.220
SNMP

Dynamic DNS persist (]

Frp Client

BV EN Sevice SystemSettings

¢ System sysName  SLK

Logout
B Log sysLocation  office

sysContact  bofh@example.com

5.3 Frp Client

Frp is to provide http or https services in multiple external network environments by using
machines behind the intranet or firewall. For http, https services support domain name-based virtual
hosts, and support custom domain name binding, so that multiple domain names share one port 80; Use
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the machine behind the intranet or firewall to provide tcp and udp services to the external network

environment, such as accessing the host in the company's intranet environment through ssh at home.

The main functions of frp: the external network accesses the internal network machine through ssh;
the external network accesses the port forwarded by the internal network machine through frp through
the public network address plus the port number; custom binding domain name accesses the internal
network web service.

The premise of configuring intranet penetration is to ensure that the router can access the Internet:
If the router cannot access the Internet, the intranet penetration cannot be performed. Navigation bar
"Device Management" - "Diagnosis"; and disable the firewall, navigation bar "Routing:Setting® -
"Firewall".

If you can ping 8.8.8.8, it means that the device can access the Internet. For detailspsee Chapter 2.9.

Disable the firewall. After choosing to disable the firewall, click "SAVE & APPLY".

5.3.1 Connect to Frps

Preparation before configuration:

(1)One public network server.

(2)0One router (a router that supports frp, that is, 1 intranet.server).

(3)One domain name is bound to the public network ‘server.

The frp client configuration is as follows:

()The client needs to add the configuration of the server first to connect to the server, the
navigation bar "DDNS/FRP" - "Frp Client", select "Servers";There is an empty server by default, you can
directly click to modify it, or you can directly delete it and add one yourself.

A Route Status

@ Network Setting .

% Serial Utility Frpc - Frps Servers

1 Route Setting

Alias Server Addr Server Port TCP Mux Sort

r# Service Manage
None 0.0.0.0 7000 True EDIT DELETE

CWMP
ADD

SAVE & APPLY

£ VPN Service

(2)After clicking "ADD" or "EDIT", a page for editing the frps server will pop up, configure it
according to the settings of the server, and click "SAVE & APPLY" after the configuration is complete.

AAlias: To customize the name of a server, you can define a meaningful name.

B.Server addr: The address of the server (usually the public IP address).

C.Server port: The port set by the server.

D.Token: The password set by the server.

E-TCP mux: View and view are consistent with the server side. If the server side TCP mux is true,

you need to choose here, if not, you don't need to choose.
F.Click "SAVE & APPLY" after the setting is complete.
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Settings Rules Servers

Frpc - Edit Frps Server

Alias = frpc
Server addr = 12C7L
Server port 5443

Token = sssssses

L]

TCPmux (J

(3)After the addition is successful, there will be an additional frp server, click "SAVE & APPLY" to start
the server.

Settings Rules Servers

Frpc - Frps Servers

Alias Server Addr Server Port TCP Mux Sort

None 0000 7000 True EDIT

frpe 12048120113 5443 True EDIT

(4)Next, go to the "Settings" page of "Frp Client", start.the frpc client, and configure as shown below.
After the configuration is complete, click "SAVE & APPLY". After the configuration is complete,
"Running" will appear on the "Common Settings" page,prove that the frp client has been started.

A.Enable: Tick Enabled.

B.Server: The server alias you just/customized:

C.Run daemon as user: Generally choose the default, you can modify it according to your needs.
D:Enable logging: Tick as required.
E:After the configuration‘is complete, click "SAVE & APPLY".

Settings Rules Servers

Frpc - Common Settings

Frp is a fast reverse proxy to help you expose a local server behind a NAT or firewall to the internet.

Not Running
General Options Advanced Options
Enabled
Server frpc v
Run daemon as user - default -- v

Enable logging (J

Displaying that the service is running indicates that the frp client has been successfully started.

Settings Rules Servers

Frpc - Common Settings

Frp is a fast reverse proxy to help you expose a local server behind a MAT or firewall to the internet
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(5)Next, go to the "Rules" page of "Frp Client", click "ADD", there is a rule by default, if you don't

need this rule, you can delete this rule, keep it if you need it, and add a new rule directly.

Settings Rules Servers

Frpc - Proxy Rules

Disabled Name Type Local IP Local Port Remote Port Sort

O ssh TCcP 127.0.0.1 22 6000 . EDIT ﬁ

ADD

(6)After adding, an "Edit Proxy Rule" page will pop up, there will be different protocol types, and the
functions implemented by different protocol types are different.

Settings Rules Servers

Frpc - Edit Proxy Rule

Disabled (]

Proxy Name

Type TCP v
Local IP | UDP
HTTP
HTTPS
Local port
b

Remote port
Use encryption [

Use compression []

5.3.2 Add TCP proxy protocol

The TCP protocol supports.ssh connection, and also supports forwarding the page port (usually port
80)Through the public network, the remote port can access the page of the local device.

On the "Edit Proxy Rule" page; configure according to the requirements as shown in the figure
below. After the configuration is completed, click "SAVE & APPLY", and you will return to the "Proxy
Rules" page, and there will be an additional rule on the page,click "SAVE & APPLY" again to make the
rule take effect. Finally, you can access the local port opened by the local device through the public
network .ip: port-number (format: 106.107.108.109:5555, where 106.107.108.109 is the public network
address). You can add multiple tcp rules, just make sure that the remote ports are not the same. If the
remote ports are the same as the previous ones, the latest ones will overwrite the previous ones, and
the previous rules will not take effect.

A.Disabled: If checked, it means to disable this rule.

B.Proxy Name: Customize a proxy name. The proxy name cannot be repeated, otherwise it will not

take effect due to name conflict.

C.Type: Select the TCP protocol.

D:Local IP: Fill in the ip of the local machine or the ip allocated by the lan port of the local machine
for the connected device. (The ip address of the device that needs to be accessed through the
public network).

E.Local port: The selected device needs to be forwarded to the port of the public network.
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F.Remote port: Add this remote port to the public network address to access the local port opened
by the corresponding local device. This port number should not be the same as other
rules, and do not use the occupied port, otherwise this rule will not take effect.

G.Use encryption, Use compression: Check these two as needed.

Multiple rules can be added, as long as the remote port numbers do not conflict.

After the configuration is complete, click "SAVE & APPLY".

Settings Rules Servers

Frpc - Edit Proxy Rule

Disabled ]
Proxy Name HTTP
Type TCP i
Local IP | 127.0.0.1
Local port 80
Remote port 5555
Use encryption (J

Use compression []

After generating a new rule, you need to click "SAVE & APPLY" to make the rule take effect.

Settings Rules Servers

Frpc - Proxy Rules

Disabled Name Type Local IP Local Port Remote Port Sort

@] ssh TCP 127001 22 6000 - EDIT
@] HTTP TCP 127.0.0.1 80 5555 EDIT

Access the local:port of the local device through the public network ip and port number, and
106.107.108.109:5555 to access 192.168.2.1 (default port 80).

&« o ANotsecure' gi-bin/luci & & O &

ZSeriallink 2SWHFI R

I =
‘\Upda:e i)

Language English v

Authorization Required

Password

Multiple tcp rules can be added. It is necessary to ensure that the remote port number and proxy

alias are not repeated with those previously set. If they are repeated, the rule may not take effect even if
it exists.
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5.3.3 Add STCP Proxy Rules

(1)STCP needs to configure the client and the access terminal, of which 192.168.2.111 (the device
connected to the lan port) is used as the client, and the PC is used as the access terminal. The access
terminal can access the client by binding the local IP and port.

A.Disabled: Checking here will disable this rule.

B.Proxy Name: Customize a proxy name, which cannot be the same as other rules, otherwise it will
not take effect due to conflict.

C.Type: Select the STCP protocol.

D.Local IP: The IP address assigned by the local device or the lan port to the connected device.

E.Local port: The device needs to open a port to the public network.

F.SK: Set a password, the access terminal needs to enter the SK set here when accessing the
device.

G.Use encryption,Use compression: Configure as needed.
H.Role,Server name,Bind addr,Bind port:These four as clients do not need to be set.

Settings  Rules  Servers

Frpc - Edit Proxy Rule

Disabled []
Proxy Name  stcp
Type  STCP -
Local P 192.168.2.111
Localport 80
Use encryption (J

Use compression []

Bind addr

Bind port

After generating a new rule, you need to click "SAVE & APPLY" to make the rule take effect.

Settings Rules Servers

Frpc - Proxy Rules

Disabled Name Type Local IP Local Port Remote Port Sort

O ssh TCP 127.0.0.1 22 6000 . EDIT DELETE
] step STCP 192.168.2.111 80 Not set EDIT DELETE

If the PC wants to access the connected device of the router as the access end, it needs to be a
client of frp, and it is also the stcp protocol, but it needs to set the visitor role and bind the local address
and port. The frp file for Windows can be downloaded from the company's official website. After
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downloading, open the frpc.ini configuration file for configuration.

-~

MName Date modified Type Size
systemnd 4/12/2022 221 PM  File folder
[ frpc.exe 41472022 255 PM  Application 10,807 KB
{ﬂ frpc.ini 5/9/2022 9:25 AM Configuration sett... 1KB
El frpc_fullini 3/23/2022 %:30PM  Configuration sett... 11KB
[] frps.exe 3/23/2022 9:27TPM  Application 13,814 KB
El frps.ini 3/23/2022 930 PM  Configuration sett... TKB
ﬂ frps_full.ini 3/23/2022 930 PM  Configuration sett... G KB
D LICENSE 3/23/2022 9:30 PM  File 12KB
@) frpc.ini - Not
File Edit Format View Help
[common]

#Server public address
server_addr = 178 &” “&8" &
#server port . . . . .
server_port = 5443 It can be consistent with the configuration of the public network
#The server provides the token for authentication

token = slk100200 Server

#Prevent exiting after a connection failure
login_fail_exit = false

#Connect to the server through the TCP protocol
protocol = tcp

#consistent with the server

tcp_mux = true

pool_count = 0

tls enable = false

heartbeat_interval = 30

heartbeat timeout = 90

[stcp abc]

|#select step protocol

|type = stcp

#in the role of visitor

role = visitor |
|#Agent name for client
server_name = stcp
#Consistent with the client's SK

Visitor role needs to be set as visitor

To be consistent with the proxy name of the client to be accessed

sk = 123456
1#Bind the local address and port for accessing the client
bind addr = 127.0.0.1
bind port — 6005 Generally set to the local IP address (127.0.0.1), the port number should be unused
|
Use the shortcut key "win+R*".to quickly open the cmd command window.
5 Run =
==  Typethe name of a program, folder, document, or Internet
L resource, and Windows will open it for you.
Open: cmd w
] Cancel | | Browse... '
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J [ 5 | EArp 0410 - o X
Home Share View [7]
L cut N\ O Wew item = Ope FH setect an
A = v o
] Easy access = Edit Select none
Pinto Quick Copy Paste Move Copy Delete Rename = New Properties 5
access | Pas to to folder - &) History [o Invert selection
Clipboard Organize Hew Open Select
« v 1 || enfp_oaro | v]o| | seachfposie p
Name Date modified Type Size
# Quick access ; Use the cd command to enter the
systemd 712 21PM  File folder : :
158 This PC wwree  directory where frpc.exe is located
M WP Configuration sett... 1KB
. JiangSong (192.168.16.222 (slk frpc_fullini on sett... 11kB
[ share (192.168.16.200 (slk-Sen. | ITPS.exe 13814 KB
| frpsini et 1kB
[ software (192.168.16.200 (slk- = P i 5
5] frps fullini Configuration sett.. 6KB
‘i Local Disk (C:
 tocal DkAC) ] LICENSE File 12 KB

Frid ma

First enter "E:" to enter the disk where frpc.exe is located, then use "cd+file path" to:enter the folder
where frpc.exe is located, and use the command “frpc.exe -c frpc.ini" to run the client.

< C @] 127.0.0.1:6005}cgi-bin/luci 2 v O @&

£
s

ZSeriallink

“I \
)

Authorization Required

(2)If there are two routers, and one router needs to remotely access the other router or the
connected device of the other router, one is the stcp access terminal, and the other is the stcp client.

The configuration'is as follows:

(@ Configure the client (first router,|P:192.1682.1)

A.Disabled: Checking here will disable this rule.

B.Proxy Name: Customize a proxy name, which cannot be the same as other rules, otherwise it will
not take effect due to conflict.

C.Type: Select the STCP protocol.

D.Local IP: The IP address assigned by the local device or the lan port to the connected device.

E.Local port: The device needs to open a port to the public network.

F.SK: Set a password, the access terminal needs to enter the SK set here when accessing the
device.

G.Use encryption,Use compression: Configure as needed.

H.Role,Server name,Bind addr,Bind port:These four as clients do not need to be set.
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Settings Rules Servers

Frpe - Edit Proxy Rule

Disabled (J
Proxy Name  step
Type  STCP v
LocallP 1921682111
Local port 80
Use encryption []
Use compression [
Role
Server name
SK | enuenin
Bind addr

After generating a new rule, you need to click "SAVE & APPLY" to make the rule take effect.
Frpc - Proxy Rules

Disabled Name Type Local IP Local Port Remote Port Sort

(]} ssh TCP 127.0.0.1 22 G000 - . EDIT
=] step STCP 192.168.2.111 a0 Not set EDIT DELETE

SAVE & APPLY &3]

@ Configuring the Access Side (Second Router,IP:192.168.2.2)

A.You need to connect to'the frp server first. For details, please refer to chapter 2.5.1

B.Disabled: If checked here, this rule will be disabled.

C.Proxy Name: Customize a proxy name, which cannot be the same as other rules, otherwise it will
not take effect due to conflict.

D.Type: Select the STCP protocol.

E.Local IP,Local port: These two access terminals can be left blank.

F.SK:Set a password, the access terminal needs to enter the SK set here when accessing the
device.

Use encryption,Use compression: Configure as needed.

G.Role: The access terminal needs to fill in the visitor.

H.Server name: The stcp proxy name set by the first router client.

I:Bind addr,Bind port: The client can be accessed by binding the address and port. The address and
port are the local machine or the connected device of the local machine.
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Settings Rules Servers

Frpc - Edit Proxy Rule

Disabled (]
Proxy Name  step_visitor
Type  STCP v
Local IP
Local port
Use encryption (]
Use compression []
Role visitor
Servername  step
S{QUEE— 2
Bind addr  192.168.2.2

Bind port 6606

After generating a new rule, you need to click "SAVE & APPLY" to make the rule take effect.

Settings  Rules  Servers

Frpc - Proxy Rules

Disabled Name Type Local IP Local Port Remote Port Sort

a ssh TCP 127.00.1 22 6000 . EDIT DELETE
| a step_visitor STCP 2 @ Not set EDIT DELETE

& C A Notsecure || 192.168.2.2:6006]cgi-bin/luci ® % [0 @& ( Update

ZSeriallink

Language English v

Authorization Required

Password ‘ | |

5.3:4 Add UDP Proxy Rules

The UDP protocol is used to transmit a large amount of data. The port of the connected device needs
to support the udp protocol. If the port that supports the udp protocol is opened to the public network,
data transmission can be performed through the public network and the remote port number. Multiple
udp protocol rules can be configured.

A.Disabled: Checking here means to disable this rule.

B.Proxy Name: Customize a proxy name. The proxy name cannot be repeated, otherwise the rule

will not take effect due to conflict.
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C. Type: Select the UDP protocol.

D.Local IP: Fill in the ip of the machine or the ip assigned by the lan port of the machine for the
connected device (the ip address of the device that needs to be accessed through the public
network).

E.Local port: The device needs to be forwarded to the port of the public network, which must be the
port using the UDP protocol.

F.Remote port: Add this remote port to the public network address to access the local port opened
by the corresponding local device. This port number should not be the same as other rules, and
do not use the occupied port, otherwise this rule will not take effect.

G.Use encryption, Use compression: Check these two as needed.

H.Multiple rules can be added, the remote port and proxy name should not conflict;;and click "SAVE
& APPLY" after the configuration is complete.

Settings Rules Servers

Frpc - Edit Proxy Rule

Disabled []
Proxy Name  udp
Type = UDP v
Local IP  192.168.2.233
Local port = 4001
Remote port =~ 6007
Use encryption []

Use compression [J

After generating a new rule, you need to click "SAVE & APPLY" to make the rule take effect.

Settings ~ Rules  Servers

Frpc - Proxy Rules

Disabled Name Type Local IP Local Port Remote Port Sort
8 ssh TCP 127.001 22 6000 . . DELETE
&) udp uDP 192.168.2.233 4001 6007 DELETE

Through the UDP protocol, use the public network address and remote port number to access the
device forwarded to the public network (111.111.111.111:6007 accesses 192.168.2.233:4001).
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TERPUDP Net Assistant

~Settings | Datalog HetAssist ¥4.3 26
(1) Protocol
= = |2022-06-03 11:54:32. 0R3]# SEWD ASCIT TO 10 TIE00T ~
— short civemit
(2) Local host addr
[2022-05-09 11:54:32. 08214 RECV ASCIT FROM 1o. & &2 5007
(3) Local host port shert cireuit

@ Close | [2022-05-08 11:54:32.676]4 SEND ASCII TO 1f Tt E00T

short cireuit
~Recv Options-
&+ ASCII " HEX
[ Log display mode
v Auto linefeed
[~ Recvsave to file..
putoScroll Clear

[z0z2-05—02 11:54:32. 71214 EECY ASCIT FROM 1i - BO0O0T:

short cirenit

[2022-05-09 11:54:33.253]% SEND ASCIT TO 10 00T

short civemit

~Send Options

f* ASCII " HEX [2022-05-09 11:54:33.322]4 RECY ASCIT FROM locico.wsioze 60073
[¥ Use escape chars short ciremit
v AT CMD auto CR+L] v
[~ Append checkcode

Diata Send | Remote: 18 = EE6007 v | < Clean Clear Clear
[ Send from file ... © ] +Cea| ¥ t
™ Period ]— shert cireuit

1 = Send
Shorteut History
1€ Readv! [ 1sas [ Rxasso | TH240  _ Reset | 4

5.3.5 Add HTTP Proxy Rules

For http and https services, domain nhame=based virtual hosts are supported, and custom domain
name binding is supported, so that multiple domain names can share a port 80 and access intranet web
pages through the custom domain name. Multiple http rules can be configured, which can be accessed
directly through a custom domain name. After the configuration is complete, you can access the
corresponding web page through the custom domain name plus the http penetration port (ie
vhost_http_port) provided by the server.

A.Disabled: Checking here means to disable this rule.

B.Proxy Name: Customize an agent name. The agent name cannot be repeated, otherwise the rule

will not:take effectdue to conflict.

C.Type: Select the HTTP protocol.

D:Local IP: Fill in the ip of the machine or the ip assigned by the lan port of the machine for the
connected device (the ip address of the device that needs to be accessed through the public
network).

E.Local port: The device needs to be forwarded to the port of the public network, and this port must
be the port number of the internal page.

F.Use encryption,Use compression,HTTP user,HTTP password: These four are selected as needed.

G.Subdomain: Write it if you have it, or leave it out if you don't have it.

H.Custom domains: xxx. The domain name bound to the public network, xxx is defined by itself, but
the latter must be the domain name bound to the public network.
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Settings Rules Servers

Frpc - Edit Proxy Rule

Disabled [
Proxy Name  http
Type HTTP v
Local P 192.168.2.111
Local port 80
Use encryption
Use compression
HTTP user
HTTP password
Subdomain

Custom domains  openwrt.frp.

After generating a new rule, you need to click "SAVE & APPLY" to make the rule take effect.

Settings Rules Servers

Frpc - Proxy Rules

Disabled Name Type Local IP Local Port Remote Port Sort

a ssh TCP 127.0.0.1 22 6000 I ' EDIT DELETE

| a http HTTP 192.1682.111 80 Not set EDIT DELETE

The browser can log in to openwrt.frp.**** ***:5080 to enter the client routing management page.
Among them, openwrt is a custom part, and you need to add a record on the domain name application
website to resolve the subdomain name;frp.**** *** is the value of subdomain_host of the frpc server;
port 5080 is the intranet penetration port provided by the server, and the value of vhost_http_port;

You can configure multiple http rules in this way, and the custom domain name does not need to be
the same.

< C A Notsecure | openwrtfrp icu:5080 fegi-bin/luci B 4% O @ (Updste }
P P 5 gl i i

ZSeriallink

Language:  English

Authorization Required

assword
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Chapter 6 VPN Service

6.1 PPTP VPN

Navigation bar "VPN Service" - "PPTP VPN", select Enable, fill in the server address, fill in the user
name and password according to the server settings, click "SAVE & APPLY".

A.Enable: To use PPTP VPN, you need to check it, and you can just uncheck it when.you don't useit.

B.Server Address: The server IP address, usually the public IP.

C.Username,Password: Fill in the username and password set by the server:

A Route Status PPTP Client

@ Network Setting Configurable PPTP access to VPN

£ Serial Utility Status = RX:0.00B (0 Pkis)

pptp-pptp TX: 0.00 B (0 Pkts.)

[ Route Setting

_ Enable
r#h Service Manage

£ VPN Service

PPTP VPN Usermname  slkpptp

L2TP VPN

Password  essesecs P
IPSec VPN
GRE VPN

OpenVPN

WireGuard VPN

After the connection is successful, the address assigned by the server will appear in the status bar.
If pptp is not used, uncheck it and click "SAVE & APPLY".

Status Uptime: 0h Om 3s
M&  RX 84.00B (6 Pkts)
pptp-pptp TX: 116.00 B (7 Pkts.)
IPvd; 192.168.0.222/32

6.2 L2TP(VPN

Navigation bar "VPN Service" - "L2TP VPN", select Enable, fill in the user name and password
according to the server settings, click "SAVE & APPLY".

A.Enable: To use L2TP VPN, you need to check it, and you can just uncheck it when you don't use it.

B.Server Address: The server IP address, usually the public IP.

C.Username,Password: Enter the username and password set by the server.
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A Route Status
@ Network Setting

€% Serial Utility

9 Route Setting

r# Service Manage

= VPN Service
PPTP VPN
L2TP VPN
IPSec VPN

GREVPN

L2TP Client

Configurable L2TP access to VPN

Status % RX:0.00B (0 Pkts)
12tp-I2tp TX: 0.00 B (0 Pkts.)

Enable

Server Address  120.4

Usemname  slki2tp

Password  slk100200

Metric 9

OpenVPN

After the connection is successful, the address assigned by the server will appear in the status bar.
If 12tp is not used, uncheck it and click "SAVE & APPLY".

Status Uptime: Oh Om 10s
B RX 432.00B (9 Pkis)
12tp-12tp TX: 324.00 B (10 Pkts.)
IPv4: 192.168.18.2/32

6.3 GRE VPN

Navigation bar "VPN Service" - "GRE VPN", select Enable, select gretap or gre according to the
protocol of the opposite end (keep the protocolat both ends the same). The local IPv4 address and
remote IPv4 address are filled in according to the local wan port (public network) address and the peer
wan port (public network) address, and the local tunnel address and the peer tunnel address are in the
same network segment.

A Route Status GRE VPN

@ Network Setting Configurable GRE access to VPN.

% Serial Utility Interface information

Status - MAC-Address: 00:00:00:00:00:00

£ Route Setting RX: 0.00 B (0 Pkts.)

) re4t-are 1y 5,00 B (0 Pkts)
rh Service Manage
Enable (]
= VPN Service
PPTP VPN Protocol  gretap v

L2TP VPN Local IPv4 address  106.15.120.21

IPSec VPN

Remote IPv4 address  106.15.110.31
GRE VPN

OpenVPN

WireGuard VPN Tunnel information

SERIALLINK VPN
Local tunnel address ~ 11.11.11.21

P2P VPN
Netmask ~ 256.255.255.0

« System

[ Logout

Refresh status information after "SAVE & APPLY".

Status Uptime: Oh Om 3s
@ MAC-Address: C6:F5E9.07:E7:05
*  RX:0.00B (0 Pkts.)
Ore-9'€ 1y 0.00 B (0 Pkts)
IPv4: 11.11.11.21/24
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Then add routing table rules, you can successfully access the peer Lan port device.

A Route Status Static Routes

@ Network Setting Static Routes specify over which interface and gateway a certain host or network can be reached

Static IPv4 Routes

€% Serial Utility

£ Route Setti Interface Target IPv4-Netmask IPv4-Gateway Metric MTU
oute Setting

& = Host-IP or Network if target is a network

tatic Routes

Port Forwards
This section contains no values yet

DMZ

ADD
Black/White List

1:1 NAT

Static Routes

Static Routes specify over which interface and gateway a certain host or network can be reached

Static IPv4 Routes

Interface Target IPv4-Netmask 1Pv4-Gateway Metric MTU
Host-IP or Network if target is a network
gre_static v 192.168.2.0 255.255.255.0 11.11.11.31 0 1500 DELETE
ADD

6.4 OpenVPN

Navigation bar "VPN Service" - "OpenVPN", click "SAVE & APPLY" after all configurations are
consistent with the server, the three certificates are provided by the server.

0 fan s OpenVPN Settings

@ Network Setting

5 Serial Utility General Settings Advanced Settings

{4 Route Setting Status < MAC-Address: 00:00:00:00:00:00

RX: 0.00 B (0 Pkts)

10 7y 0.008 (0 Pkts)

% Service Manage

= VPN Service Enable

PPTP VPN devs [ n .

L2TP VPN

IPSec VPN

proto udp v
GREVPN
OpenVPN
port 1194

WireGuard VPN

SERIALLINK VPN

P2P VPN remote 54008 g
X System
B Logout ca | pEEsE | cactt

cert [ =TIl | sikert

ey | (st | sk key |

The advanced settings page is modified according to the server. If relink is checked, it means that
openvpn can automatically reconnect. If you need to automatically reconnect, you can check it. If you
don't need it, leave it unchecked. After all configurations are completed, click “SAVE & APPLY".
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General Settings Advanced Settings

relink

verb 3 b

auth ~ SHA512

cipher  AES-256-CBC

lzo  no e
remote_cert_tls server N
nobind
client

client_to_client (J

After the connection is successful, the status bar will refresh the address. If openvpn is not used,
uncheck it and click "SAVE & APPLY".

6.5 WireGuard VPN

WireGuard is an easy-to-configure, fast and secure open source VPN, which uses the latest
encryption technology and is checked and enabled on the basic configuration page, with interface
information corresponding to the server [Interface] item and peer corresponding to the server [Peer]
item.

A Route Status WireGuard VPN

@ Network Setting WireGuard is a open source VPN, fast, minimal key management work needed and with minimal config.

B enlbuiy Interface information

[ Route Setting General Settings Advanced Settings

r# Service Manage Status = MAC-Address: 00:00:00:00:00:00
Weo RX: 0.00 B (0 Pkts.)
= VPN Service 77 TX: 0.00 B (0 Pkts )
PPTP VPN Enable
L2TP VPN
T R — 2

1PSec VPN

GRE VPN

Listen Port  random
OpenVPN

WireGuard VPN

SERIALLINK VPN IP Addresses  19.0.0.2/24 @

P2P VPN

R System

DNSserver gggg @a

B Logout

For peer configuration, click the Add button to add configuration information.

Peers
Further information about WireGuard interfaces and peers

This section contains no values yet

ADD
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Peers

Further information about WireGuard interfaces and peers.

DELETE

Public Key = 6xCd5cj2p6iFeYEXIzfJTBweVT6kQwXn2LH/ft+KfiA=

Allowed IPs g 00.0/0 =

:0/0 a
Route Allowed IPs [
Endpoint Host 1207 -
Endpoint Port = 10730

Persistent Keep Alive = 0

Enter the configuration information corresponding to the server, click "SAVE & APPLY", and the
status of the connection is as follows.
Status Uptime: Oh 3m 27s
0 MAC-Address: 00:00:00:00:00:00
*= RX:0.00B (0 Pkis.)

TX: 0.00 B (D Pkts.)
IPv4: 10.0.0.2/24

6.6 Remote management - P2P.VPN

The remote management platform supports.ad hoc networks and supports encrypted point-to-point
connections, which means that only devices on your private network can communicate with each other,
navigation bar "VPN Service" - "P2P VPN",after entering the configuration, click "SAVE & APPLY", the
status bar will refresh .and obtain. the I[P address indicating that the connection s
successful.

A Route Status P2P VPN

® Network Setting P2P VPN enables encrypted point-to-point connections using the open source WireGuard protocol, which means only devices on your private network can communicate with each other

L% Serial Utility

General Settings Advanced Settings
(9 Route Setting
Status Uptime: Oh 3m 13s
r# Service Manage &  MAG-Address: 00:00:00:00:00:00
p2pvpn RX: 0.00B (0 Pkts )
= VPN Service TX:0.00 B (0 Pkts.)
PPTP VPN Enable

L2TP VPN
Server Address  43.136.19.43

1PSec VPN

SREVEN Port 8090

OpenVPN

w

WireGuard VPN

SERIALLINK VPN

P2P VPN

Status Uptime: 2h 24m 16s
MAC-Address: 00:00:00:00:00:00
& RX:0.00B (0Pkts)
p2pvpn TX: 232.00 B (2 Pkts.)
IPv4: 100.64.0.6/32
IPv6: fd7a:115c:alel:6/128
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Chapter 7 System

7.1 Date Time

Time synchronization is enabled by default. If necessary, you can change the NTP server to
synchronize the time of the server.
Navigation bar "System" - "Date Time", click "SAVE & APPLY" after setting.

A Route Status NTP time server

After the wireless gateway is powered off, the date and time settings are not saved. Enable the Sync from network function to keep the date and time current

@ Network Setting

£ Serial Utility Synchronize browser time

(9 Route Setting Local Time 2023-03-22 17:17:21 [ IAVRIERLT0VA S

rh Service Manage Timezone  Asia/Shanghai v

£ VPN Service

X System Time Synchronization
Date Time Enable NTP client
Language
Setting NTP server g asia pool.ntp.org ]
a

Modify Password 1.cn.pool.ntp.org

Update Firmware

Backup / Restore

7.2 Language Setting

Change the language displayed on the page according to your own needs, you can choose English
or Chinese, change it in the navigation bar "System" - "Language Setting", or change the language in the
login interface.

A Route Status Language Setting

@ Network Setting
Language Setting

€% Serial Utility

Language ‘ English V‘
1 Route Setting auto

(& Service Manage 3 (Chinese)
SAVE & APPLY

= VPN Service

K System

Date Time

Language
Setting

Modify Password

Update Firmware

ZSeriallink 2EWH-EIR

Language English v |

Authorization Required
%37 (Chinese)

Password
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1.3 Modify Password

The default password for login is admin. If the user needs to protect the configuration interface to
avoid being modified by others, he can modify the login password, click "System" - "Modify Password" in
turn, then fill in the password to be modified, and then SAVE & APPLY, as follows.

A Route Status Router Password

@ Network Setting Changes the administrator password for accessing the device

£y Serial Utility

Password &

[ Route Setting

Confirmation &

r# Service Manage

£ VPN Service
SAVE & APPLY

« System
Date Time

Language
Setting

Modify Password

Update Firmware

1.4 Update Firmware

A Route Status Update Firmware

@ Network Setting Flash new firmware image

& Serial Utility Upload a sysupgrade-compatible image here to replace the running firmware. Check "Keep settings” to retain the current configuration (requires an OpenWrt compatible firmware image)

£ Route Setting Keep settings: (J

4 Service Manage Image: ‘ \iﬁ&?ﬂ# ‘s\k'rGSO,DBQW ysupgrade.bin ‘ UPDATE

= VPN Service

X System

Date Time

Language
Setting

Modify Password

Navigation bar "System" = "Update Firmware", select the file and click "UPDATE", the MD5 check
code page will appear after uploading, click "PROCEED" to upgrade, the upgrade will take a certain
time,it takes about 1~2 minutes, after the upgrade is complete, log in again through "192.168.2.1".

When upgrading the firmware, you need to uncheck the "Keep settings" option.

Flash Firmware - Verify

The flash image was uploaded. Below is the checksum and file size listed, compare them with the original file to ensure data integrity.
Click "Proceed” below to start the flash procedure

Checksum: 43bd3c0b2T7Tecbac2bl6b32d06cIb8d
Size: 43.94 MB
Note: Configuration files will be erased.

CANCEL | PROCEED

7.5 Backup/Restore

The backup function can be used to generate a configuration file for the device and download it
locally.
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A Route Status

Backup / Restore

@ Network Setting

Click "Generate archive” to download a tar archive of the current configuration files.

Serial Uil
e g s=aailitiity Lol GENERATE ARCHIVE

) Route Setting

To restore configuration files, you can upload a previously generated backup archive here

Restore backup: ‘ SN | SR UPLOAD ARCHIVE.

r# Service Manage
£ VPN Service

‘¥ System
Date Time

Language
Setting

Modify Password
Update Firmware

Backup / Restore

The downloaded configuration file is as follows.

Downloads PP Q- e

backup-5LK-2023-03-22.targz

Open file

The recovery function restores the device configuration through the local configuration file, and the

device restarts during the recovery process.
Backup / Restore

Click "Generate archive” to download a tar archive of the current configuration files.

Download backup: elaNasTNay:le3 1\ 3

To restore configuration files, you can upload a previously generated backup archive here.

Restore backup ‘ | s5iseet | backup-SLK-..23-03-22.tar.gz ‘ UPLOAD ARCHIVE ..

1.6 Factory Reset

Factory reset is generally when the device fails to enter the device page, or there are many function
settings, and you want to reset ityyou can restore the factory default settings, the navigation bar
"System" - "Factory Reset", click "Execute reset", you can restore the device to the factory default.

A Route Status

Factory Reset

@ Network Setting Reset to defaults: [FaiRe VR

£ Serial Utility

Route Setting
Service Manage

VPN Service

DEICRETT

Language
Setting

Modify Password
Update Firmware
Backup / Restore

Factory Reset
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7.7 Reboot

Immediately restart, the device can be restarted through the page, the navigation bar "System" -
"Reboot", click "Execute restart" to restart the device.

A Route Status Device Reboot

@ Network Setting GESERONN PERFORM REBOOT

£ Serial Utility

™ Route Setting
(% Service Manage
£ VPN Service

& System
DEICRET

Language
Setting

Modify Password
Update Firmware
Backup / Restore
Factory Reset

Reboot

1.8 page log out

A Routing Status
@ Network Setting
™ Routing Setting
(% DDNS/FRP Click "Logout" to exit to the login interface.

E VPN Service

' System

> Logout

Thank you for your support of SERIALLINK products.
If you have any questions, please email: info@seriallink.net or www.seriallink.net
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